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Abstract

The spread of fake news on online platforms
has long been a pressing concern. Considering
this, extensive efforts have been made to de-
velop fake news detectors. However, a major
drawback of these models is their relatively low
performance - lagging by more than 20% - in
identifying fake news compared to real news,
making them less suitable for practical deploy-
ment. This gap is likely due to an imbalance
in the dataset and the model’s inadequate un-
derstanding of data distribution on the targeted
platform. In this work, we focus on improv-
ing the model’s effectiveness in detecting fake
news. To achieve this, we first adopt an LLM
to generate fake news in three different styles
which are later incorporated into the training
set, to augment the representation of fake news.
Then, we apply Reinforcement Learning to
dynamically sample fake news, allowing the
model to learn the optimal real-to-fake news
ratio for training an effective fake news detec-
tor on the targeted platform. This approach
allows our model to perform effectively even
with a limited amount of annotated news data
and consistently improve detection accuracy
across different platforms. Experimental re-
sults demonstrate that our approach achieves
state-of-the-art performance on two benchmark
datasets, improving fake news detection perfor-
mance by 24.02% and 11.06% respectively.

1 Introduction

Fake news generally refers to news that contains
false information (Shu et al., 2017). The spread of
fake news on online news platforms has long raised
significant concerns, particularly when it pertains
to key social issues such as public health (Naeem
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Figure 1: Group-wise F1 comparison of LLM-based
models on GossipCop (Shu et al., 2020). Previous mod-
els tend to have a large performance gap (by more than
20%) between classifying fake news and real news. Yet,
our model is able to significantly narrow down the gap,
achieving 88.3% in F1 on fake news and 94.5% on real
news.

and Bhatti, 2020) and politics (Fisher et al., 2016).
Disseminating fake news on these domains often
has severe consequences, as it can mislead the pub-
lic and cause social unrest. Therefore, we argue
that it is vital to develop fake news detectors that
can effectively identify fake news before it spreads.

To date, numerous efforts have been made to de-
tect fake news. Early approaches focus on building
deep learning models to learn better representations
of news articles for detection purposes (Wang et al.,
2018a). Subsequent works have leveraged the so-
cial context of news and external knowledge (Wu
et al., 2024). With the advent of Large Language
Models (LLMs), recent studies have increasingly
exploited the reasoning capabilities of LLMs (Hu
et al., 2024; Xu et al., 2023), as well as their en-
hancement of news content (Park et al., 2024), so-
cial context (Nan et al., 2024), and external knowl-
edge (Tian et al., 2024). While these LLM-based
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methods have shown promising results on bench-
mark datasets, they often struggle to detect fake
news effectively, especially when compared to their
performance in identifying real news (see Fig. 1).
However, considering that fake news detection is a
task grounded in realistic needs, these models may
not fulfill the expectation of real-world online news
platforms, where they might fail to identify a large
amount of fake news in actual deployment.

In contrast, an ideal fake news detector should
fulfill two expectations. First, it should achieve
promising performances even with a limited
amount of news data, especially fake news. In
reality, fake news is far less prevalent than real
news, and is often underrepresented in existing
datasets (Shu et al., 2020). This imbalance makes
it difficult for previous LLM-based models, which
are trained exclusively on the annotated news in
the dataset, to effectively identify fake news. We
argue that it is crucial to fully utilize available fake
news to learn more distinctive features, in order to
improve the model’s performance in detecting fake
news. Secondly, an effective fake news detector
should have data distribution awareness. In fact,
news data on different platforms often follow dis-
tinct distribution patterns. In addition, the news
label distribution in the training set significantly af-
fects the model’s detection performance. However,
the optimal fake and real news distribution is often
difficult to determine a priori. Therefore, the ability
to autonomously learn the optimal ratio of real and
fake news will help the model better adapt to the
target platform.

To address the aforementioned challenges, we
propose GSFND (Generate first and then Sample
for Fake News Detection), a novel framework for
effective fake news detection. GSFND first prompts
an LLM to generate fake news in various styles.
Then, the original fake news and generated fake
news are both included in the training set. This
approach helps mitigate the under-representation
of fake news in the original dataset. To further
inject data distribution awareness into our model,
we train a Reinforcement Learning (RL) agent to
learn the optimal ratio of real news to fake news
(real-to-fake) during model training. Specifically,
the RL agent is responsible for sampling fake news
according to the selected proportion in each itera-
tion. During training, the agent is encouraged to
optimize both the proportion of fake news in the
training set and the fake news detector’s perfor-
mance on the validation set. This dynamic adjust-

ment of the real-to-fake ratio, learned from both the
semantics of the news and the distribution of news
labels, enables the model to gain deeper insights
and thus effectively detect fake news.

In summary, our main contributions are as fol-
lows.

* We propose a novel approach GSFND to en-
hance fake news detection by automatically
optimizing the real-to-fake news ratio during
model training.

* The model incorporates LLM-generated fake
news to address the under-representation of
fake news in the original dataset, while also
employing reinforced sampling to inject data
distribution awareness.

* Our model achieves state-of-the-art (SOTA)
performance on two benchmark datasets for
fake news detection. Notably, it improves
the F1 score on fake news by 24.02% and
11.06% on GossipCop (Shu et al., 2020) and
Weibo21 (Nan et al., 2021) datasets, respec-
tively.

2 Related Work
2.1 Fake News Detection

Most existing works on fake news detection lever-
age deep learning models and develop pattern-
based approaches. Early attempts (Castillo et al.,
2011; Wu et al., 2015) detect fake news through
linguistic features. With the advancement of deep
learning, subsequent works (Yu et al., 2017; Wang
et al., 2018b) have built neural networks to capture
the semantic meaning of news and use this to assess
its authenticity. Other works also consider the so-
cial context of news, including the comment-reply
relationship (Wu et al., 2020) and the propagation
network (Han et al., 2020; Bian et al., 2020), and in-
corporate it to represent the news. Later studies (Xu
et al., 2022; Hu et al., 2021) further enhance detec-
tion by integrating external knowledge related to
the news. Augmenting news data is effective but
requires considerable effort. In our work, we lever-
age LLMs to augment news data, which is efficient
and capable of providing diverse context.

2.2 LLMs for Fake News Detection

Since the rise of LLMs, numerous studies have ex-
plored their role in enhancing fake news detection.
Several works take advantage of its reasoning capa-
bility, including LLM-generated multi-perspective
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rationales (Hu et al., 2024), LLM-generated user-
news interaction network (Wan et al., 2024), LLMs’
self-debate on adversarial rationales (Wang et al.,
2024a). Other works use LLMs to augment the
news: Nan et al. (2024) uses them to generate user
comments, in order to facilitate fake news detec-
tion; Ma et al. (2024) obtains effective news embed-
ding and entities from LLMs. Prior researches have
shown that LLLMs are not yet sufficiently effective
in detecting fake news on their own, but they can
serve as a valuable support to smaller models.

Although previous works have addressed fake
news detection from a wide range of perspectives,
they do not focus on improving the detection ac-
curacy on fake news. In contrast, our work specifi-
cally aims to enhance the fake news detection per-
formance via LLM-generated data and reinforce-
ment learning.

2.3 RL for Fake News Detection

Reinforcement Learning (RL) is effective in per-
forming non-continuous actions and is widely ap-
plied across various scenarios. For instance, Mosal-
lanezhad et al. (2022) employs RL to learn domain-
invariant news features. Gu et al. (2024) explores
the use of an RL-based gating mechanism to filter
out the noisy modality in multimodal news. Wang
et al. (2020) uses RL to automatically select high-
quality samples from those with weak labels ob-
tained from the annotator. Guo et al. (2023) bene-
fits from DRL by finding the optimized input news.
Yang et al. (2022) generates propagation subgraphs
by maximizing the expected accuracy for fake news
detection.

In our work, we leverage RL to dynamically de-
termine the optimal real-to-fake ratio of the training
set.

3 Preliminary

Fake news detection is the task of determining
whether a given news item is real or fake. For-
mally, let D = {(x,yi)|z; € X,y; € Y}, bea
set of news items X’ and their authenticity labels ).
N denotes the total number of news items. Given
the ¢-th news item x;, the goal of fake news detec-
tion is to predict its authenticity label y; € {0, 1},
where y; = 1 indicates that the news item z; is
fake, and y; = 0 indicates that it is real.

This task is formulated as a binary classification
problem, where the model f(-) learns a mapping f :
X — Y from the news items A to their authenticity

labels V.

4 Methodology

In this section, we present our proposed approach,
GSFND. The overall architecture is illustrated in
Fig. 2. GSEND consists of three main components:
(i) Multi-perspective fake news generation, which
prompts an LLM to generate fake news in three
different styles based on the given fake news; (if)
Reinforced sampling, which leverages Reinforce-
ment Learning (RL) to learn an optimal ratio of
real news to fake news during the training process;
and (iii) Fake news detector, which classifies the
news, and its performance on the validation set is
used to compute the RL reward.

4.1 Multi-Perspective Fake News Generation

To enrich the fake news in the training set, this mod-
ule generates fake news from multiple perspectives,
effectively addressing the under-representation of
fake news in the original dataset. Given the strong
text generation capabilities of LLMs, we prompt
an LLM to rewrite the original fake news in three
different styles, thereby tripling the number of fake
news examples in the dataset.

Prompt Design. Inspired by Hu et al. (2024),
we design a Chain-of-Thought (CoT) prompt to
generate fake news in three specified styles. The
structure of the prompt is shown in Fig. 3. In the
prompt, we first ask the LLM to list key points
of the original news. This is to help the LLM ac-
curately understand the news. Then, the LLM is
asked to rewrite, expand or disguise the news while
keep the semantics of the news. Here, rewrite refers
to paraphrasing the news; expand refers to adding
contents to the news; disguise refers to rewriting
the news using the tone of official news reports.
This requirement ensures that the generated news
is still fake news. Examples of generated news can
be found in Appendix A.5.

For each piece of fake news, we generate three
variations. Hence, we are able to enhance and
diversify fake news in the original dataset.

4.2 Reinforced Sampling

After enhancing the fake news, this module aims
to optimize the news label distribution during train-
ing, so that the model can further improve fake
news detection accuracy and better adapt to the
characteristics of news from the platform. Specifi-
cally, we formulate the task of learning the optimal
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Multi-Perspective Fake News Generation
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Figure 2: Overall architecture of GSFND. It consists of three components: (i) Multi-perspective fake news generation,
which uses an LLM to generate fake news in 3 different styles based on the given fake news; (ii) Reinforced sampling,
which uses Reinforcement Learning (RL) to learn an optimal real-to-fake news ratio during the training process; (iif)
Fake news detector, which classifies the news and provides its performance for computing the RL award. During
inference, its parameters are frozen and the classifier is used directly for detecting fake news.

CoT Prompt for Fake News Generation

Input: Follow the news, please {rewrite |
expand | disguise} the news and keep the
semantics of the news. The news is
<original news>. Let's think step by step.
First, identify the key points of the news.
Second, {Rewrite | Expand | Disguise} the
news.

Output Format:
Step 1: Identity the key points:

@: <key point_1>

®): <key point 2>
Step 2: {Rewrite | Expand | Disguise} the
news:
Input News: <reiterated original news>
Generated News: <generated news>

Figure 3: The prompt used for generating news in three
specified styles.

sampling ratio aqp as a Markov Decision Process
(MDP) (Littman, 2015) and use Deep Q-learning
(DQN) (Osband et al., 2016) to dynamically adjust
the sampling proportion of synthesized fake news
(original fake news + LLM-generated fake news).

The overall learning process is as follows. At
each time step t (1 < t < T'), the agent observes
the current state s! and selects an action a® from
the action space .4 based on the estimated Q-value
Q(s!,a), where the action corresponds to a spe-
cific adjustment to the sampling ratio. Here, the
Q-value Q(s', a') represents the expected cumu-
lative reward of taking action a' in state s'. Af-
ter executing the action a’, the agent receives a

reward r(s', a’) from the environment, which re-
flects the effectiveness of the adjusted sampling
strategy, and the current state gets updated to a
state s'T1. Through this iterative interaction with
the environment, the Q-value is continuously up-
dated, allowing the agent to optimize the sampling
strategy. The ultimate objective of DQN is to learn
a policy 7 that maximizes the expected cumulative
reward, ensuring that the training data distribution
becomes more balanced and significantly enhanc-
ing the performance of the downstream fake news
detector.

Next, we detailedly describe the state, action,
reward and objective function defined in our ap-
proach.

State. The state s in the MDP consists of four
components: { R, ®, P, D}, which capture the key
aspects of the data distribution and the classifica-
tion dynamics:

S:{R,(I),P,D}, (1)
Nreal
R= , (2)
Nfake
o
NI
d = R(bj %jjélv :1723 '7K ) (3)
Nfaie
P = {(preal(xi>7pfake(xi>)7 1= 1727"'7N}7
4)
D = {Topic(z;), i=1,2,...,N}. (5)

(i) Global ratio R refers to the global (contrast to
topic-wise) real-to-fake ratio (in Eq. 2) where Nieqa
and Ny denote the number of real and fake news.
R helps the agent to understand the overall class
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imbalance.(Dataset-specific topic distributions are
provided in Appendix A.3.) (ii) Topic-wise ratio
® represents the topic-wise real-to-fake ratios (in
Eq. 3), calculated for each topic ¢, where Nrﬁgl and

Ngie are the numbers of real and fake news of topic
¢;. ® offers information on topic-specific class im-
balance. (iii) Confidence scores P contains classi-
fication confidence scores of a pre-trained model
(in Eq. 4). These scores enable the agent to prior-
itize samples based on the certainty of the model.
(iv) Topic label D (in Eq. 5) represents the topic
label (mapped to a numerical value, e.g., 0, 1, 2...)
assigned to each news, which adds semantic con-
text into the state. These labels are derived from a
pre-trained BERT model, where each unique value
corresponds to a specific news topic category. Dur-
ing training, we concatenate the elements of these
four components to form a vector representation as
state s'. In this way, it incorporates global imbal-
ance, topic-specific class imbalance, classification
confidence, and topic knowledge into the state, al-
lowing the agent to holistically consider the fake
news detection performance and make more in-
formed actions.

Action. The action space A = {0, 1,2, 3} cor-
responds to four distinct proportions of fake news:
sampling 50% (action 0), 100% (action 1), 150%
(action 2) and 200% (action 3). That is to say, each
action a’ € A results in one fake news proportion
Pfake- This can be expressed in Eq. 6:

prake(a’) = 0.5 x (a’ + 1), (0)

where a! represents the selected action at time step

t. The optimal action taken by the agent at time step

t is formulated by a' = argmaz Q(s!, a), where
a

the Q-value Q(st, a) is the accumulated rewards of
taking the action a.

In this way, we obtain 4 distinct fake news pro-
portions: [50%, 100%, 150%, 200%)], within the
range of [0.50,2.00]. This range is carefully de-
signed based on two key considerations: first, a
proportion below 0.50 would under-represent fake
news in the training process, potentially reduc-
ing the model’s ability to detect fake news; sec-
ond, a proportion above 2.00 would over-represent
fake news, introducing reverse data imbalance
and model bias. Additionally, this range aligns
with the diversity and coverage achieved by our
multi-perspective fake news generation strategy
(Sec. 4.1), which employs three distinct prompts.

This ensures the generated dataset is both com-
prehensive and representative, providing a solid
foundation for robust model training.

This dynamic adjustment mechanism allows the
agent to explore and exploit different sampling
strategies, so that it can eventually learn the op-
timal sampling proportions for fake news.

Reward. To guide the agent in learning an op-
timal sampling strategy, the reward function must
reflect the classifier’s performance on real and fake
news. Thus, we combine two key metrics: accuracy
(Acc) and the macro-average F1-score (Macro-F7).
Accuracy evaluates overall prediction performance,
while Macro-F; emphasizes balanced performance
across classes, particularly in imbalanced datasets.
This combination ensures the reward function cap-
tures both overall and class-specific performance,
preventing the model from favoring the majority
class (e.g., real news) at the expense of the minority
class (e.g., fake news).

Therefore, the reward function is formulated as:

r(s' a') = a - Acc + B - Macro-Fy,  (7)

where s! is the state at time step ¢, and a’ is the
action executed by the agent. The weights o and
[ are hyperparameters that balance the contribu-
tions of accuracy and Macro-F}. To ensure that the
reward reflects the model’s generalization perfor-
mance, we compute both metrics on the validation
set.

Note that the weights « and 8 can be adjusted
according to the application scenarios. On imbal-
anced datasets, a larger 8 emphasizes Macro-F1,
improving the minority class performance. Con-
versely, on balanced datasets, a larger o guides
the model to focus on optimizing overall accuracy.
This design enhances the flexibility of the model in
real-world applications.

Objective Function. We choose to use deep Q-
Learning (Osband et al., 2016) to learn an optimal
policy for the agent. In implementation, we adopt a
multilayer perceptron (DQN in Fig. 2) to estimate
the () function. The deep Q-learning network
takes the state s’ as input and outputs the Q-value
of all possible actions. We update the network by
minimizing the following loss function L,:

Ly =Eyu [V = Q(s",a))%],

where Y = E i1 [rt +A max Qs at s, at)} .
a

®)

In the above equation, Y — @ (s, a) is the
temporal difference error, where Y is the tar-
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get value of Q (s',a’). r' is the reward of

taking the action af, computed by Eq.7, and

Amaz Q (s, a1 |st, a") is the future reward
ey ) )

estimated by the current deep Q-learning network
with st

In order to train the deep Q-learning net-
work, we collect some offline samples in advance,
ie{(st,at,rt,s"t)|1 < t < T}, as input to
feed the network. For the LLM generated data
sampling, we adjust the sampling ratio by actions
a' = {0,1,2,3} and train the current network for
one epoch with new sampling. After one epoch
of training, we compute the reward ! and obtain
the next state s'*1. We keep doing this until all
the states have been traversed. The details are pre-
sented in Algorithm 1.

Algorithm 1 Training of the Reinforced Sampling.

Require:
Synthesized fake news: the original fake news
and the generated fake news.

Ensure:
The samples, denoted as {(s?,a’,r?, sT1)},
are used for training the deep Q-learning net-
work (DQN).

1: for a in all actions do

2:  Compute and obtain the current state s' =

{R!, ®! P! D'}
3:  Take the action a to adjust the sampling pro-
portion for fake news.
: Sample from the synthesized fake news.

5:  Train the DQN network by Eq.8 for one

epoch.

6: Compute the sampling ratio of real
news to fake news according to Eq. 6,
and obtain the updated state s't! =
{Rt—l-l’ (I)t—l-l, Pt—H, Dt—H}.

Compute the reward 7! according to Eq. 7.
end for
if s*1 is an unseen state then
10:  Go to step 2.
11: end if

R

4.3 Detection-Sampling Synergy

The detector is responsible for classifying news and
providing performance metrics to compute the RL
reward during training. Given an input news text
x;, the detector encodes it into a feature vector h;
using a BERT model as PLM. This vector is then
passed through a fully connected layer followed by

a softmax activation to output the probabilities for
the two classes (real or fake), formulated as:

h; = PLM(.%’I), Ui = softmax(W-hH—b), )

where W and b are trainable parameters.

The training of the Reinforced Sampling frame-
work (Sec. 4.2) and the detector are mutually ben-
eficial. Reinforced Sampling dynamically adjusts
the proportions of real and fake news in the train-
ing data, providing a balanced and diverse dataset
that helps the detector learn stronger classification
boundaries and generalize better. Meanwhile, the
detector’s performance (measured by Accuracy and
Macro-F1) serves as a feedback signal to guide the
RL agent in optimizing its sampling policy.

In summary, RL-sampled training data improves
the robustness and accuracy of the fake news de-
tector. In turn, it provides more effective feedback
to enhance the Reinforced Sampling framework
(Sec. 4.2).

S Experimental Design

5.1 Datasets

We evaluate our model on two widely used datasets
for fake news detection: the Chinese dataset
Weibo21 (Nan et al., 2021) and the English dataset
GossipCop (Shu et al., 2020). Following prior
work (Hu et al., 2024), we split the above datasets
into training, validation, and test set (Tab. 2). We
set the real-to-fake ratio to a fixed value (e.g., 1:1)
in the validation and test set to ensure a fair and
consistent evaluation of the detector’s performance.

5.2 Implementation Details

Model Architecture. In DQN, we build a three-
layer fully connected neural networks with one
further hidden layer of 12 units to estimate the Q(-)
function. Each fully connected layer is followed by
a ReLU activation function. In the Fake News De-
tector, we use the pre-trained BERT as the feature
extractor (PLM).

Training. The experiments are conducted on 4
NVIDIA GeForce RTX 4090 GPUs (24GB). The
model is optimized with Adam (Kingma, 2014).
The batch size is 16. The learning rate is 10™%.
The model is trained for 10 epochs.

LLM Choice. ChatGLM-6B (GLM et al., 2024)
demonstrates strong comprehension and generation
capabilities in both Chinese and English, as well
as in texts that seamlessly blend both languages.
We select ChatGLM-6B as the large language
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Table 1: Performance comparison between GSFND and baselines on Weibo21 and GossipCop datasets. The best
performance is highlighted in bold. The second best performance is underlined. A Improve represents our method’s

relative improvements over the second best performance in percentage.

Weibo21 GossipCop
Method mac F1 Acc. Fl-real Fl-fake mac F1 Acc. Fl-real Fl-fake
BERT 0753 0754 0769 0737 0765 0862 0916  0.615
T EANN 0754 0756 0773 0736 0.763 0864 0918  0.608
Deepbleardm“g Publisher-Emo 0761  0.763  0.784  0.738 0766 0868 0920  0.611
-base ENDEF 0765 0766 0779 0751  0.768 0865 0918  0.618
GPT-3.5-turbo 0725 0734  0.774 0676 0702 0813 0884 0519
SuperICL 0757 0759 0779 0734 0736 0864 0920  0.551
ARG 0.784 0786 0804 0764 0790 0878 0926  0.653
LLM-based LLM-GAN 0.804 0806 0812 0796  0.823 0896 0934 0712
GSFND 0880 0899 0875 0884 0914 0925 0945  0.883
A Improve 945% 11.54% 7.76% 11.06% 10.94% 3.24% 1.18%  24.02%

Table 2: Statistics of the fake news detection datasets.

4 Weibo21 GossipCop
Train  Val Test Train  Val Test
Real 2,331 1,172 1,137 2,878 1,030 1,024
Fake 2,873 779 814 1,006 244 234
Total 5,204 1,951 1,951 3,884 1,274 1,258

model (LLM) for generating fake news (Sec. 4.1).
Specifically, we utilize the ChatGLM-6B-scale ver-
sion, as it supports inference and computation on
consumer-grade GPUs (Cai et al., 2024). This
makes our method more accessible and deployable
on lightweight hardware for future applications.

5.3 Baselines

Most fake news detection methods rely on deep
learning, with recent approaches incorporating
LLMs. Therefore, we select 9 representative meth-
ods as baselines from both categories, includ-
ing (i) Deep-learning-based (DL-based) method:
BERT (Devlin et al., 2018), EANN (Wang et al.,
2018a), Publisher-Emo (Zhang et al., 2021) and
ENDEF (Zhu et al., 2022); (ii) LLM-based
method: SuperICL (Xu et al., 2023), ARG (Hu
et al., 2024), and LLM-GAN (Wang et al., 2024b).
Additionally, we prompt GPT-3.5-turbo (OpenAl,
2022) via CoT (Wei et al., 2022) with few-shot
demonstrations for fake news detection. Details of
the baselines and evaluation metrics are provided
in Appendices A.l1 and A.2, respectively.

6 Result and Analysis

6.1 Overall Performance

From Tab. 1, we can see that our proposed method
GSFND achieves the highest accuracy (Acc.) and

outperforms most baselines in mac F1 and class-
wise Fl-scores. Notably, it improves the mac F1
by 9.45% on Weibo21 and 10.94% on Gossip-
Cop.(The effectiveness validation of our method
across diverse LLM-based models and datasets is
provided in Appendix A.4).

Detection on fake news. More importantly, our
method significantly enhances fake news detection
performance, improving Fl-fake by 24.02% on
GossipCop and 11.06% on Weibo21. While the
baselines achieve promising results in detecting
real news, their performance in fake news detec-
tion lags behind by as much as 30% compared to
real news identification. At the same time, our
method demonstrates robust performance in identi-
fying real news as well. For example, it improves
the Fl-real by 7.76% on Weibo21. The experi-
mental result shows that our method outperforms
the baselines in detecting fake news and exhibits a
more balanced ability to identify both real and fake
news.

DL-based vs.LLM-based. In general, we ob-
serve that DL-based methods underperform LLMs-
based methods on both datasets, except for directly
prompting GPT-3.5-turbo which achieves the low-
est results. This suggests that LL.Ms is helpful in
providing pre-predicted labels (SuperICL), ratio-
nales (ARQG), explanations (LLM-GAN) and aug-
mented news (Ours) for fake news detection. How-
ever, LLM’s few-shot prediction has limited perfor-
mances (GPT-3.5-turbo).

6.2 Ablation Study

To demonstrate the effectiveness of different com-
ponents in GSFND, we ablate LLM-generated fake
news (G), Reinforced Sampling (RS) and Topic
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Classification (TC).

Tab. 3 presents the result of ablating each com-
ponent from GSFND. GSFND-X denotes remov-
ing X from GSFND. We observe that removing
LLM-generated fake news (GSFND-G) results in
the most significant performance drop across both
datasets, with a greater drop on Weibo21. This
suggests that incorporating a wider variety of fake
news styles into the dataset is crucial for enhanc-
ing the model’s ability to detect fake news, as it
helps the model capture more distinctive features.
Additionally, removing the reinforced sampling
(GSFND-RS) causes the second most significant
performance drop across both datasets, highlight-
ing the importance of data distribution awareness
for effective fake news detection. Finally, removing
the topic classification (GSFND-TC) also causes a
notable performance drop. We assume that consid-
ering topic semantics helps the RL agent in learn-
ing the optimal ratio across various topics, thereby
benefiting overall fake news detection.

In short, these results confirm the importance
of all components in our proposed GSFND for
effective fake news detection.

Table 3: Evaluation results of ablating G, RS and TC
from GSFND on both datasets.

Dataset Method macF1 Acc. Fl-real F1-fake
GSEND-G  0.634 0.681 0.653 0.615

Weiboy| GSEND-RS 0780 0745 0773 0.786
GSEND-TC  0.789 0.769 0.783  0.794

GSEND  0.880 0.899 0.875 0.884

GSEND-G  0.725 0.672 0.717 0.732

GossinCop GSFND-RS 0816 0763 0.801  0.831
SSIPYOP GOEND-TC 0.831 0.793 0.825  0.836
GSEND 0914 0.925 0.945 0.883

6.3 Sensitivity Analysis

The learned optimal real-to-fake ratio for Gossip-
Cop and Weibo21 are 1:0.5 and 1:1.5, respectively.
We conjecture that this value is related to the noise
level of the targeted news platforms. As a social
media platform, Weibo features more informal and
colloquial content, which may lead the model to de-
termine a higher proportion of fake news necessary
for training a more effective detector.

In addition, this section gives an in-depth anal-
ysis on how the hyperparameters, |A|, « and £,
affect the performance of GSFND.

Note that |A| represents the number of values
that a can take, ranging from 0 to |.A| — 1. While

experimenting, we compute peie(a’) = pmin +
p
( a! ) -6 for | A| # 4, where § =

Amax

(pmax - Pmin) :

1— |at4_4| and amax = |A| — 1. ﬁzx normalizes the
agent’s action a' to [0, 1], ensuring flexible scaling.
p adjusts the sensitivity of the sampling ratio to
a', allowing fine control over changes. When a' is
near 4, A is close to 1, which reduces the penalty.
Using this equation is to keep the range of sampling
proportions unchanged, still from py;, = 0.5 to
Pmax=2. Experiments on different sampling space
sizes |.A| (Figs. 4a and 4b) indicate that the optimal
sampling space consists of four actions.

During training, we introduce two hyperparame-
ters, « and 3, in the reward function (Eq. 7). Exper-
iments (Figs. 4c, 4e for «, and Figs. 4d, 4f for 3)
validate the importance of both overall and class-
specific performance in guiding the model to de-
termine the optimal ratio. Concretely, the model
places slightly greater emphasis on balancing class-
specific performance than on overall performance,
with a weight distribution of 0.6 vs.0.4.

1204 ~© macF1 1204 ~© macF1
Acc Acc
0.80</N\ 0_80</\'}—3
0.40 © 0.40
. r . . . r . .
3 4 5 6 3 4 5 6

(a) Different action numbers (b) Different action numbers

on Weibo21. on GossipCop.
—©&— macF1 —©&— mac F1
1.00 4 Acc. 0.90 Acc. o
y A/ /\
T T T T 0.60 - T T T
0.2 0.4 0.6 0.8 0.2 0.4 0.6 0.8

(c) Different « values on (d) Different S values on

Weibo21. Weibo21.
—©— mac F1 1.004 —©— macF1
Acc. Acc.
1.00 <
O/O\<~
V\O 0.80
0.50 + T T T T T T T
0.2 0.4 0.6 0.8 0.2 0.4 0.6 0.8

(e) Different  values on Gos- (f) Different 8 values on Gos-
sipCop. sipCop.

Figure 4: Effect of different |.A|, a and 3. The y-axis
represents mac F1 and Acc. The x-axis is the different
values of | A|, o and 5.
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7 Conclusion

This paper introduces GSFND, an effective fake
news detector that demonstrates a more balanced
ability to identify both real and fake news. GSFND
first prompts a large language model (LLM) to aug-
ment the given fake news in various styles and then
employs Reinforcement Learning to dynamically
learn an optimal real-to-fake news ratio during
the training process. Experimental results validate
the effectiveness and superiority of our approach.
These advantages enable GSFND to excel in fake
news identification across multiple news platforms,
thereby enhancing its real-world applicability.

Limitations

Despite the effectiveness of our proposed GSFND,
there are several limitations. First, in this work, we
do not discuss experimental results with alternative
LLMs, such as variants of Llama and GPT. This is
because ChatGLM has achieved satisfactory perfor-
mance, and this module primarily demonstrates the
concept of leveraging LLMs for fake news genera-
tion. Second, we constrain the RL-agent’s actions
(sampling proportions) to a limited set of discrete
values. In future work, we aim to expand the action
space to allow selection from a continuous range
of values.
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A Appendix Table 4: Distribution of Topics Across Different
Datasets

A.1 Baseline Details

. . . . Topi Weibo21 GossipCop  Twitt
In this section, we introduce the details of the base- e abo i ot 4 tHer

lines Sports 234 376 542

: Arts, Culture and Entertainment 864 684 1,567

. . . Business 1,235 745 1,432

e BERT (Devlin et al., 2018) is a widely adopted Health and Wellness 675 506 1,567

pre-trained deep learning model for natural lan- Lifestyle and Fusion 351 404 1,345

. : . Science and Technolo, 468 489 2,456

uage understanding, which we fine-tune specifi- ey g
guag & ] p Politics 764 269 2,453
cally for the task of fake news detection. Crime 1,623 301 2.560

* EANN (Wang et al., 2018a) leverages auxiliary
signals and is designed to minimize the influence
of event-related features. For the auxiliary task, A4  Performance Evaluation of LLMs on
the publication month is used as the label. Diverse Datasets

* Publisher-Emo (Zhang et al., 2021) integrates  In addition to evaluating our method on Weibo21
emotional analysis of news comments with tex-  and GossipCop, we have also tested its perfor-
tual features to enhance the performance of fake ~ mance on the Twitter dataset (Boididou et al., 2015)
news detection. and using another foundational LLM, Llama3-8B.

* ENDEF (Zhu et al., 2022) employs causal learn-  The experimental results are summarized in the ta-
ing to mitigate entity bias, thereby improving  ble below. From Tab. 5, our method demonstrates
generalization on distribution-shifted fake news  promising performance on the Twitter dataset and
datasets. when using Llama3-8B. This highlights the gener-

* SuperICL (Xu et al., 2023) enhances language  alizability of our approach. When using Llama3-
models by incorporating deep-learning-based 8B as the foundational LLM, our method can still
plug-in modules, injecting both predictions and  outperform the baselines by a large margin.
confidence levels into prompts for each test sam-
ple.

* ARG (Hu et al., 2024) introduces adaptive ra-

Table 5: Performance Comparison of Foundational
LLM:s on Different Datasets

tionale guldance to advance deep_learnlng_based Dataset Foundational LLM macF1 Acc Fl-real F1-fake

fake news detection, achieving state-of-the-art Twitter ChatGLM-6B 0852 0843 0832 0773

results. Llama3-8B 0.821 0.831 0.821 0.762

« LLM-GAN (Wang et al., 2024b) utilizes prompt- Weibo21 ChatGLM-6B 0880 0899 0875  0.884

. . Llama3-8B 0852 0843 0832  0.853
ing mechanisms to enable LLMs to act as both a :

i . GossipCop ~ ChatGLM-6B 0914 0925 0945  0.883

Generator and a Detector, effectively addressing Llama3-8B 0.889 0.896 0904  0.871

challenges in explainable fake news detection
while improving both prediction accuracy and
explanation quality.

A.2 Evaluation Metrics

For comparison purposes, we employ the macro F1
score (mac F1) and accuracy (Acc.) as our primary
evaluation metrics. Additionally, to further analyze
the models’ performance in distinguishing between
real and fake news, we report the F1 scores for each
class separately (F1-real/F1-fake).

A.3 Dataset-Specific Topic Distributions

In our method, the purpose of introducing topic
classification is to ensure that the Reinforced Sam-
pling (RS) process will not bias towards any par-
ticular topics. Specifically, the topic classification
model in our framework categorizes news into eight
distinct topics. The details are shown in Table 4.
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A.5 [Examples of Multi-Perspective News Generation

An Example from the Weibo21 Dataset (translated by GPT-40)

Original News: [s ChaCha Sunflower Seeds Scamming Us? In the U.S., ChaCha sunflower seeds
cost $1.99 per box, which is approximately 12.4 RMB per box. Each box contains 18 packs,
meaning each pack costs about 0.68 RMB. In Chinese supermarkets, the same pack costs 6.9 RMB.
This means that ChaCha sunflower seeds in U.S. supermarkets are 10 times cheaper than in China.
Americans earn ten times the salary of Chinese people but buy products at one-tenth of the price.
That’s a 100-fold difference in purchasing power!

Generated News

1. Rewritten News: In the U.S., the price of ChaCha sunflower seeds is $1.99, which is approx-
imately 12.4 RMB. Each box contains 18 packs, making the price per pack $0.068. In Chinese
supermarkets, the same pack costs 6.9 RMB. In other words, the price of ChaCha sunflower seeds
in the U.S. is one-tenth of the price in China. However, Americans earn ten times the income of
Chinese consumers, yet they purchase products at only one-tenth of the price in China. This results
in a 100-fold difference in purchasing power.

2. Expanded News: In recent years, the controversy surrounding "Is ChaCha Sunflower Seeds
Scamming Us?" has been widely discussed. In the U.S., ChaCha sunflower seeds are priced at
$1.99, which is astonishingly low compared to China, where a single pack costs 6.9 RMB—ten
times the price difference. This raises the question: Americans earn ten times the income of
Chinese consumers, yet their purchasing power for the same product is only one-tenth. Is such a
disparity reasonable?

In fact, this phenomenon is not unique. In recent years, many foreign goods have been priced
higher in the Chinese market than in their country of origin. For instance, clothing, electronics,
and daily necessities are often more expensive in China than abroad. The reasons behind this
include not only tariffs but also transportation costs, brand premiums, and import taxes, among
other factors.

However, from the consumer’s perspective, whether such price differences are justified remains
an open question. Take ChaCha sunflower seeds as an example: although they cost ten times more
in China than in U.S. supermarkets, this does not necessarily mean that Chinese consumers are
being exploited. Perhaps they are simply paying for better quality and taste. After all, price and
quality are two crucial factors for any consumer.

Additionally, it is important to recognize that China’s consumption power is steadily rising. As
the economy grows and living standards improve, Chinese consumers’ purchasing ability is also
strengthening. Against this backdrop, price differences may continue to widen.

Overall, this issue cannot be judged in absolute terms. While respecting consumer choices, it

is also necessary to regulate market pricing reasonably to protect consumer rights. At the same
time, businesses should be encouraged to focus more on product quality and cost-effectiveness,
ultimately providing consumers with better products and services.
3. Disguised News: Domestic Report: According to reports, a snack called ChaCha Sunflower
Seeds is sold in the U.S. for only $1.99 per box, which is approximately 12.4 RMB. Each box
contains 18 packs, making the price per pack around 6.8 cents. In Chinese supermarkets, however,
the same pack costs 6.9 RMB. In other words, the price of this sunflower seed product in China is
ten times higher than in the U.S.

However, while Americans earn ten times the income of Chinese consumers, they are
purchasing the same product at only one-tenth of the price. This results in a staggering 100-fold
difference in purchasing power.
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An Example from the GossipCop Dataset

Original News: In February, Alicia Silverstone and Christopher Jarecki announced they were
divorcing after 20 years together. The couple has a six - year - old son together, Bear Blu. ( Photo :
Frazer Harrison, Getty Images ) Alicia Silverstone has filed for divorce from her husband of nearly
13 years, actor and musician Christopher Jarecki. The divorce papers were filed in Los Angeles
County Superior Court on Friday, according to the Associated Press. The Clueless star, 41, had
separated from Jarecki, 47, in February after more than 20 years together as a couple. At the time
the couple said in a statement that "they still deeply love and respect each other and remain very
close friends." The papers state the couple will share custody of their 7 - year - old son, Bear Blue"
LLM-generated News

1. Rewritten News: Alicia Silverstone has officially filed for divorce from her husband, Christo-
pher Jarecki, after nearly 13 years of marriage. The filing took place in Los Angeles County
Superior Court on Friday, as reported by the Associated Press. Silverstone, 41, and Jarecki, 47,
had announced their separation in February following more than two decades together as a couple.
The pair share a 7-year-old son, Bear Blu, and the divorce papers indicate they will share custody
of him.

The Clueless star and her husband released a statement at the time of their separation, stating

that they "still deeply love and respect each other and remain very close friends."
2. Expanded News: Actress Alicia Silverstone has officially filed for divorce from her husband,
Christopher Jarecki, after nearly 13 years of marriage. The filing took place in Los Angeles County
Superior Court on Friday, according to the Associated Press. This decision comes months after the
couple announced their separation in February, marking the end of a relationship that spanned over
two decades.

Silverstone, best known for her iconic role in the 1995 film Clueless, had been with Jarecki, an
actor and musician, for more than 20 years, including nearly 13 years as a married couple. The
two tied the knot in 2005 during an intimate lakeside ceremony in Lake Tahoe after dating for
eight years. Together, they share a 7-year-old son, Bear Blu, who was born in 2011. The divorce
documents confirm that Silverstone and Jarecki plan to share custody of their son.

In February, when the couple first announced their separation, they issued a joint statement
addressing their decision to part ways. The statement emphasized the mutual respect and care they
still hold for one another, saying, "They still deeply love and respect each other and remain very
close friends." Despite their separation, they expressed their intention to continue co-parenting
their child in a loving and supportive manner.

Silverstone, now 41, and Jarecki, 47, had often been seen as a low-profile yet strong Hollywood
couple. Throughout their relationship, they shared a passion for healthy, eco-friendly living and
veganism. Silverstone is a longtime advocate for veganism and sustainability, having authored
books like The Kind Diet and The Kind Mama, while Jarecki is known for his involvement in the
indie music scene, including his time as the lead vocalist for the punk band S.T.U.N.

The announcement of their split came as a surprise to fans, as the couple had largely kept
their personal lives private and avoided public controversy. Their decision to remain friends and
co-parent their son reflects their commitment to maintaining a positive relationship despite their
separation.
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For now, both Silverstone and Jarecki appear focused on moving forward while ensuring the
well-being of their son, Bear Blu. Silverstone continues to remain active in her acting career and
advocacy work, while Jarecki is pursuing his music and other creative endeavors. The divorce
marks the end of a significant chapter in their lives, but their statement suggests they remain
unified in their dedication to their family.

3. Disguised News: According to reports, Alicia Silverstone has filed for divorce from her
husband of nearly 13 years, Christopher Jarecki, in Los Angeles County Superior Court. The
couple, who had been together for over two decades, announced their separation earlier this year.
In a joint statement at the time, they emphasized that they "still deeply love and respect each other"
and remain close friends. The pair share a 7-year-old son, Bear Blu, and have agreed to share
custody as part of their ongoing commitment to his upbringing.
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