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Abstract

Safety detection has been an increasingly im-
portant topic in recent years and it has become
even more necessary to develop reliable safety
detection systems with the rapid development
of large language models. However, currently
available safety detection systems have limi-
tations in terms of their versatility and inter-
pretability. In this paper, we first introduce
INSTRUCTSAFETY, a safety detection frame-
work that unifies 7 common sub-tasks for safety
detection. These tasks are unified into a sim-
ilar form through different instructions. We
then conduct a comprehensive survey of ex-
isting safety detection datasets and process
39 human-annotated datasets for instruction
tuning. We also construct adversarial sam-
ples to enhance the model’s robustness. Af-
ter fine-tuning Flan-T5 on the collected data,
we have developed Safety-Flan-T5, a multi-
dimensional and explainable safety detector.
We conduct comprehensive experiments on
a variety of datasets and tasks, and demon-
strate the strong performance of Safety-Flan-
T5 in comparison to supervised baselines and
served APIs (Perspective API, ChatGPT and In-
structGPT). Our Github repository is at https:
//github.com/thu-coai/InstructSafety.

1 Introduction

Safety detection has gained increased attention in
recent years (Xu et al., 2020; Barikeri et al., 2021;
Sun et al., 2022), which is important in many sce-
narios (e.g., detecting unsafe comments in online
forums or under public videos). Due to the rapid
development of large language models and the
growing amount of human-AI interactions, it is
becoming increasingly necessary to develop effec-
tive safety detection systems that can ensure safe
and reliable interactions between humans and AI.
However, currently available safety detectors (e.g.,
Perspective API) have several limitations: (1) Lack
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Ben is a kind teacher but he is a ni**er.
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Figure 1: An example of Safety-Flan-T5. Given the
input text, Safety-Flan-T5 can analyze the safety of
the text from multiple dimensions and provide explana-
tions. The “Lewd” in the figure can be replaced with any
other specific safety problems. Safety-Flan-T5 can also
compare the safety/fairness/morality of several options,
which is not shown in this figure.

of fine-grained detection ability. Some safety de-
tectors only support binary classification and oth-
ers can detect a limited range of safety issues (e.g.,
some safety issues related to hate speech). (2) Lack
of interpretability. Most of the safety detectors
can only provide numerical scores as the judging
confidence while lacking the ability to offer more
explainable information such as rationales or rea-
sons described in natural language. (3) Lack of
context-sensitive detection ability. Many safety
detectors cannot handle multiple rounds of conver-
sations, which has been a mainstream human-AI
interaction scenario. (4) Lack of generalization
ability. The majority of current safety detectors
are trained on data from limited sources, posing
a challenge for them to correctly handle out-of-
distribution (OOD) data.

To address the above limitations of existing
safety detection systems, we propose INSTRUCT-
SAFETY, a unified framework that includes 7 com-
mon sub-tasks for safety detection 1. Specifically,

1Our focus lies in detecting safety concerns within the text
itself, and the text could come from humans or models .
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we utilize the popular instruction tuning (Sanh
et al., 2022) paradigm to train a unified model
that could handle 7 different safety detection tasks
simultaneously. Furthermore, in order to make
the model cover a wide range of safety issues, we
comprehensively survey the existing safety-related
datasets and finally obtain 39 human-annotated
datasets. Afterwards, we utilize diverse templates
to convert the samples into a uniform format for
instruction tuning. To enhance the robustness of
the model, we augment the training data with auto-
matically generated adversarial instances that asso-
ciate with specific groups of people who may face
discrimination. After fine-tuning Flan-T5 (Chung
et al., 2022) on the augmented data, we obtain a
multidimensional and explainable safety detector,
named Safety-Flan-T5. We show an example of
Safety-Flan-T5 for 6 sub-tasks in Figure 1.

We evaluate Safety-Flan-T5 on a variety of
datasets, covering the proposed 7 sub-tasks, with
both zero-shot and full-shot settings. Experiments
show that Safety-Flan-T5 can achieve competitive
performance in all 7 tasks compared with strong
baselines. In particular, compared with Perspec-
tive API (P-API), a widely used free safety detec-
tor, Safety-Flan-T5 exhibits better generalization
ability in the zero-shot experiments and supports a
wider range of safety detection tasks. In addition, to
the best of our knowledge, we are the first to evalu-
ate ChatGPT (gpt-3.5-turbo) and InstructGPT (text-
davinci-003)2 on a variety of sub-tasks for safety
detection. According to the results, Safety-Flan-
T5 outperforms gpt-3.5-turbo and text-davinci-003
across various datasets in both zero-shot and full-
shot scenarios, although they have been reported
to surpass supervised baselines and even human
performance in certain tasks such as information
extraction (Wei et al., 2023) and stance detection
(Gilardi et al., 2023). Moreover, we conduct abla-
tion studies to validate the efficacy of our approach
and show some representative cases to facilitate
better understanding of the model’s strengths and
weaknesses.

In summary, our contributions are threefold.

• We introduce INSTRUCTSAFETY, a unified
framework that integrates 7 common sub-
tasks of safety detection based on different
instructions. Additionally, we throughly sur-
vey the existing safety detection datasets and

2https://platform.openai.com/docs/models/
gpt-3-5

process 39 datasets for instruction tuning.

• We propose a simple but effective method to
augment adversarial samples that can improve
the model’s robustness. With the augmented
data, we train Safety-Flan-T5, a multidimen-
sional and explainable safety detector.

• Comprehensive experiments demonstrate the
strong performance of Safety-Flan-T5 on the
7 tasks and the superiority of Safety-Flan-T5
compared with P-API, the most popular free
safety detection system. We also demonstrate
the first attempt to evaluate gpt-3.5-turbo and
text-davinci-003 on many sub-tasks of safety
detection, which further verifies the versatility
and generalization ablity of Safety-Flan-T5.

2 Related Work

2.1 Safety Detection

According to Deng et al. (2023), main safety is-
sues can be divided into 4 categories: (1) abusive
and toxic contents (Poletto et al., 2021; Schmidt
and Wiegand, 2017; Davidson et al., 2017), (2) un-
fairness and discrimination (Barikeri et al., 2021;
Nangia et al., 2020; Sap et al., 2020; Dhamala
et al., 2021), (3) ethics and morality issues (Lourie
et al., 2021; Hendrycks et al., 2021; Forbes et al.,
2020; Jiang et al., 2021), (4) risk of misleading
and privacy information (Carlini et al., 2021; Pan
et al., 2020; Carlini et al., 2019; Bang et al., 2021a;
Zhang et al., 2023b). In recent years, many datasets
have been created to help detect these safety issues
(Levy et al., 2022; Sun et al., 2022; Zampieri et al.,
2019; Zhang et al., 2022b, 2023a). While most of
the datasets focus on certain parts of the overall
safety issues, we make an effort to aggregate the
datasets together, which helps to build a more gen-
eralized safety detector. As for the model for safety
detection, many works (Lourie et al., 2021; Sun
et al., 2022; Xu et al., 2020) employ the classifi-
cation based models such as BERT (Devlin et al.,
2019), while we use the generation based model
with instruction tuning, which enables our model to
provide multidimensional judgements and have bet-
ter explainability. Considering the strong language
modeling ability of GPT3.5 and GPT4, some works
are starting to explore using GPT3.5 and GPT4 as
the evaluator (Luo et al., 2023; Liu et al., 2023;
Wang et al., 2023; Gilardi et al., 2023), while we
are the first to explore using GPT3.5 as the safety
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detector on a variety of safety detection tasks to the
best of our knowledge.

2.2 Instruction Tuning

Instruction tuning is a recent popular paradigm
where models are trained on many tasks with dif-
ferent instructions. The main goal of instruction
tuning is to endow the model with the ability to
follow instructions (maybe unseen during training).
T0 (Sanh et al., 2022), Flan-T5/Flan-PaLM (Chung
et al., 2022) and Tk-Instruct (Wang et al., 2022)
are some examples of instruction tuned models,
which are trained on thousands of academic bench-
marks. However, we note that there are few tasks
specific for safety when training these popular in-
struction tuned models, which limit their abilities
to directly serve as good safety detectors. There-
fore, we summarize common safety detection tasks
and collect relevant datasets to empower the gen-
erally instruction-tuned models to perform safety
detection more effectively.

3 Method

3.1 Framework

The INSTRUCTSAFETY framework is shown in Fig-
ure 2. We summarize seven common sub-tasks for
safety detection: (1) Safety Judgement: Judge
the overall safety of the input text (i.e., whether
the text is fair, ethical, polite, etc.). (2) Problem
Detection: Detect and list all possible safety prob-
lems of the input text. (3) Problem Judgement:
Judge whether the input text exhibits some spe-
cific problem (e.g., immoral, lewd, unfair, etc.). (4)
Safety Comparison: Compare the safety of two
or more options and decide which option is more
favorable. (5) Target Detection: Detect the target
groups of people that might be attacked in the input
text. (6) Span Detection: Detect those spans (i.e.,
a succession of tokens) in the input text that might
cause safety problems. (7) Safety Explanation:
Explain why the input text is unsafe using natural
language. These seven tasks can be unified into the
following form: Instruction + Text ⇒ Output.
For sub-tasks (2), (5), (6), and (7), the output is set
to “None” for safe input text. Note that the input
text can either be a standalone text with no inter-
action or a dialogue comprising multiple rounds
of interaction, which enables the model to perform
context-sensitive safety detection.

3.2 Data Collection

We conduct a thorough survey of the available
safety detection datasets, and to ensure the data’s
high quality, we only consider datasets annotated
by human workers, rather than automatic models.
We assign different task categories to each dataset
based on their respective annotations. The com-
plete list of datasets used for each task is shown in
Table 1. To keep the instructions diverse, we man-
ually write several different instructions for each
task and each sample will be assigned a randomly
selected instruction. Please refer to Appendix A
for detailed instructions.

For the Problem Detection task, it is optional to
provide a list of all possible problems in the instruc-
tion. If the list is not provided, we let the model
choose from a default list of problems summarized
from the collected datasets: (1) Stereotypes, dis-
crimination or biased opinions. (2) Lewdness.
(3) Aggression (including threat, sarcasm, etc.). (4)
Insult. (5) Sensitive topics (e.g., politics, drugs,
physical health, etc.). (6) Immorality or illegal-
ity. In this way, our model has the flexibility to
give a reasonable output regardless of whether the
instruction includes a list of all possible problems.

3.3 Instruction Tuning

As we rely on instruction tuning to learn multiple
tasks simultaneously, we expect the base model to
have the ability of following instructions, which
may be beneficial for our training. Therefore, we
select Flan-T5 as our base model, a recent powerful
encoder-decoder model trained on a variety of tasks
with instructions. During training, the instruction
and the input text are fed into the encoder, and
the decoder is required to produce the accurate
output. Note that samples for different tasks are
mixed together. We optimize the model using the
standard cross entropy loss.

3.4 Robustness Enhancement

After fine-tuning Safety-Flan-T5 in our pilot exper-
iments, we observe that the model has a strong ten-
dency to falsely predict those sentences including
certain groups of people as unsafe. For example,
the sentence “His teacher is a woman” would be
predicted as unsafe by initially trained Safety-Flan-
T5. We assume the bias may be brought by the
collected datasets (i.e., many of the samples con-
taining these groups are labeled as unsafe in the
training set). The similar problem is also observed

10423



Text

Instruction

Output

Is the 
following 
text safe, 

fair, ethical 
and 

reasonable?

Human 
rights 

tribunals 
rival the 
Nazis.

No.

Please list the 
possible safety, 

fairness and 
morality 

problems in the 
following text.

Come with me 
to the robbery, 
or I’ll kill you.

Aggression; 
Immorality or 

illegality.

Is the 
following 

text 
immoral?

Talking 
badly 
about 

someone 
behind 

their back.

Yes.

Which of the 
following 

options is more 
toxic, unfair, 
immoral and 

unreasonable?

(A) breaking my 
friend's 
earbuds

(B) calling 911 to 
report someone 

might have 
attempted 

suicide

(A).

Who is 
attacked 

in the 
following 

text?

Are you 
talking 
about 
sand 

niggers?

Arab.

What parts of the 
text pose a risk to 

safety, fairness and 
morality?

I do not want to 
die at the hands of 
a muslim terrorist 

and as you are 
putting my life in 
danger with your 
politics I would 

like to suggest that 
you all go fuck 

yourselves

(1) hands of a 
muslim terrorist (2) 

fuck yourselves

Please explain the reason if 
the following response is 

unsafe, unfair or immoral.

Context: A: I'm going to 
shut down an all girls club 
at school. Think that's a 
bad thing to do?
B: You should not stop the 
club, unless they are 
doing something wrong.
Response: A: No, but I 
think they're wasting my 
tuition fees.

It's wrong to use gender to 
justify denying others' 

rights.

Safety
Judgement

Safety
Explanation

Span
Detection

Target
Detection

Problem
Detection

Problem
Judgement

Safety
Comparison

Safety-
Flan-T5

Figure 2: The INSTRUCTSAFETY framework. We design several different instructions for each of the sub-tasks for
safety detection and we show one example instruction for each sub-task. The concatenated instruction and text are
fed into Safety-Flan-T5 to produce the final output.

Task # Dataset Datasets

Safety Judgement 32 RedditBias (Barikeri et al., 2021), AdHomInTweets (Sheng et al., 2021), MDMD (Zhang et al., 2022a), StereoSet
(Nadeem et al., 2021), TalkDown (Wang and Potts, 2019), PersonalAttack (Wulczyn et al., 2017), TwitterAbusive
(Founta et al., 2018), Unhealthy Comment Corpus (Price et al., 2020), ContextToxicity (Pavlopoulos et al., 2020),
HatEval (Basile et al., 2019), FoxNews (Gao and Huang, 2017), ToxiChat (Baheti et al., 2021), BuildBreakFix
(Dinan et al., 2019), Tweetblm (Kumar and Pranesh, 2021), Hate Speech Dataset (de Gibert et al., 2018), Gab
Hate Corpus (Kennedy et al.), Latent Hatred (ElSherief et al., 2021), Dynamically Generated Dataset (Vidgen
et al., 2021), Hate Speech and Offensive Language (Davidson et al., 2017), Jigsaw Toxic Comment Classification,
Jigsaw Unintended Bias, OLID (Zampieri et al., 2019), DiaSafety (Sun et al., 2022), SafeText (Levy et al., 2022),
BAD (Xu et al., 2020), ProsocialDialog (Kim et al., 2022), MIC (Ziems et al., 2022), SOCIAL-CHEM-101
(Forbes et al., 2020), Commonsense Norm Bank (Jiang et al., 2021), HateXplain (Mathew et al., 2021), Ethics
(Hendrycks et al., 2021), SBIC (Sap et al., 2020).

Problem Detection 28 Microaggression Dataset (Breitfeller et al., 2019), AdHomInTweets, Political Prudence (Bang et al., 2021b),
MDMD, StereoSet, TalkDown, PersonalAttack, TwitterAbusive, BAD, Unhealthy Comment Corpus, HatEval,
FoxNews, ToxiChat, Tweetblm, Hate Speech Dataset, Gab Hate Corpus, Latent Hatred, Dynamically Generated
Dataset, Hate Speech and Offensive Language, Jigsaw Toxic Comment Classification, Jigsaw Unintended Bias,
OLID, DiaSafety, SafeText, MIC, SOCIAL-CHEM-101, HateXplain, SBIC.

Problem Judgement 13 SOCIAL-CHEM-101, AdHomInTweets, StereoSet, TalkDown, FoxNews, ToxiChat, Tweetblm, Hate Speech
Dataset, Dynamically Generated Dataset, OLID, SafeText, MIC, SBIC

Safety Comparison 8 Scruples (Lourie et al., 2021), Crows-Pairs (Nangia et al., 2020), StereoSet, Jigsaw Toxicity Severity, SafeText,
MIC, Moral Stories (Emelin et al., 2021), Ethics.

Target Detection 9 RedditBias, StereoSet, HatEval, Latent Hatred, Dynamically Generated Dataset, Jigsaw Unintended Bias, OLID,
HateXplain, SBIC.

Span Detection 3 TalkDown, Toxic Spans (Pavlopoulos et al., 2022), HateXplain.

Safety Explanation 5 ProsocialDialog, Latent Hatred, MIC, Moral Stories, SBIC.

Table 1: List of datasets used for each task.

in popular safety detection systems such as P-API
(Hutchinson et al., 2020).

To mitigate the bias, we utilize gpt-3.5-turbo and
text-davinci-003, two powerful models served by
OpenAI, to automatically generate safe sentences
that include certain groups of people. We divide the
robustness enhancement process into four steps:

1. Collect a list of groups G that might be dis-
criminated against. The list has 24 groups and
the detailed list is shown in Appendix C.

2. Generate free-form descriptions including

some group g in G with the following instruc-
tions given to gpt-3.5-turbo and text-davinci-
003:
Instruction [1/2/3/4]: Please write 5 [ / first person/

second person/ third person] descriptions that include

{g} that might appear in a dialog:

3. Generate descriptions with fixed patterns in-
cluding some group g in G with the following
instructions given to gpt-3.5-turbo and text-
davinci-003:
Instruction: Please write 5 sentences that have similar
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sentence patterns to "His teacher is {g}", "Her colleague

is {g}" or "The singer is {g}":

Note that we put different articles in front of
different groups g.

4. Use the fine-tuned Safety-Flan-T5XL to iden-
tify any generated descriptions that are falsely
predicted as unsafe, and incorporate these de-
scriptions into our training set for the safety
judgement task.

We finally collect 210 descriptions with fixed pat-
terns and 3153 free-form descriptions which are
randomly inserted into our training set. We ran-
domly sample 100 added descriptions and find that
99% of them are actually safe according to careful
examination.

4 Experiments

4.1 Setup

Training & Inference During inference, we
adopt greedy sampling to make the generation pro-
cess deterministic. More details are in Appendix
D.

Data Since the number of samples for each sub-
task is unbalanced, we randomly sample at most
N instances for each pair of (dataset, sub-task) to
construct the final dataset, following Gupta et al.
(2022). Note that we set a higher N for the sub-
task that has fewer instances. Detailed statistics
are shown in Table 2. We also randomly sample
10,000 instances from the training set and calculate
their Distinct-4 value (the proportion of distinct 4-
grams) to measure the diversity. The metric yields
a value of 0.66 when instructions are included and
0.87 when excluding the instructions we manually
write for seven sub-tasks.

4.2 Zero-Shot Experiments

In this section, we will introduce the results for
zero-shot experiments.

4.2.1 Safety Judgement
To evaluate the robustness of S-Flan-T5 on judging
the overall safety of out-of-domain data, we eval-
uate its zero-shot performance on the HateCheck
dataset (Röttger et al., 2021), which includes com-
prehensive functional test cases for hate speech de-
tection. Many non-hateful sentences in the dataset
may include some sensitive words such as “gay
person”, which can be useful to test the robustness

Task N #Dataset #Sampletrain #Sampledev
Safety Judgement 10,000 32 305,980 115,677
Problem Detection 11,000 28 179,431 54,709
Problem Judgement 12,000 13 112,720 38,089
Safety Comparison 18,000 8 77,208 5,491
Target Detection 15,000 9 75,629 11,254
Span Detection 30,000 3 17,210 1,439
Safety Explanation 20,000 5 76,504 24,124
Total - 39 844,682 250,783

Table 2: Detailed statistics of the collected datasets after
sampling.

of the safety detectors. Besides the baselines re-
ported in Röttger et al. (2021), we also compare
zero-shot S-Flan-T5 with zero-shot gpt-3.5-turbo,
text-davinci-003 and Flan-T5. We set the tempera-
ture to 0 when testing gpt-3.5-turbo, text-davinci-
003 and Flan-T5 in all of our experiments to obtain
deterministic results. Please refer to Appendix B
for all prompts used for testing gpt-3.5-turbo, text-
davinci-003 and Flan-T5 in our experiments. The
result is presented in Table 3, which indicates that
S-Flan-T5 attains the highest accuracy for both
non-hateful and all samples. Other strong models
such as P-API and gpt-3.5-turbo, however, achieve
noticeably lower accuracy on non-hateful samples,
indicating a higher likelihood of falsely predict-
ing sentences containing sensitive words as unsafe.
What’s more, S-Flan-T5 exhibits significantly su-
perior performance compared to its base model,
Flan-T5. This observation underscores the impor-
tance of instruction tuning on the processed data.

Model Acchateful Accnon-hateful Acctotal

BERT-D† 75.5 36.0 63.2
BERT-F† 65.5 48.5 60.2
P-API† 89.5 48.2 76.6
SN† 9.0 86.6 33.2

gpt-3.5-turbo 99.8 68.4 90.0
text-davinci-003 100.0 23.6 76.1
Flan-T5Large 97.8 11.8 70.9
Flan-T5XL 99.9 28.9 77.7
Flan-T5XXL 99.1 40.9 80.9

S-Flan-T5Large 97.6 84.3 93.4
S-Flan-T5XL 98.4 89.1 95.5
S-Flan-T5XXL 98.6 91.1 96.3

Table 3: Results of safety judgement task on the Hate-
Check dataset. The best performance is highlighted in
bold, and the second best is underlined. All results are
multiplied by 100. † represents the result is reported in
Röttger et al. (2021).
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4.2.2 Problem Judgement
To assess the generalization ability of S-Flan-T5 in
judging some safety issues that are not encountered
during training, we evaluate “zero-shot” S-Flan-T5
on the DiaSafety dataset (Sun et al., 2022), which
defines 5 context-level safety problems including
offending user (OU), risk ignorance (RI), unau-
thorized expertise (UE), toxicity agreement (TA)
and biased opinion (BO). We call it “zero-shot” be-
cause we use the DiaSafety dataset during training
for other sub-tasks instead of the problem judge-
ment task. We provide a brief explanation for each
safety problem in the prompt (listed in Appendix
B) when testing S-Flan-T5, Flan-T5, gpt-3.5-turbo
and text-davinci-003. As shown in Table 4, S-Flan-
T5 exhibits comparable results to the fine-tuned
RoBERTa, which suggests the strong context-level
ability and generalization capacity of S-Flan-T5.
It is worth noting that Flan-T5, gpt-3.5-turbo and
text-davinci-003 perform relatively poorly on this
task, which indicates the challenge of identifying
context-level safety problems.

Model OU RI UE TA BO Avg.

RoBERTa† 85.2 77.2 94.5 94.5 66.0 83.5

gpt-3.5-turbo 66.7 62.9 36.7 26.0 49.7 48.4
text-davinci-003 43.6 9.6 11.7 6.5 39.8 22.2
Flan-T5Large 57.6 31.6 43.6 63.3 39.1 47.1
Flan-T5XL 57.9 18.5 44.4 25.0 15.4 32.2
Flan-T5XXL 77.4 36.2 63.7 59.6 54.2 58.2

S-Flan-T5Large 77.5 67.1 89.9 89.7 68.7 78.6
S-Flan-T5XL 77.7 78.3 93.3 90.3 65.7 81.1
S-Flan-T5XXL 80.0 80.6 94.4 93.1 66.7 83.0

Table 4: Results (F1 score) of problem judgement task
on the DiaSafety dataset. All results are multiplied by
100. † represents the result in Sun et al. (2022).

4.3 Full-Shot Experiments

In this section, we will introduce the results for
full-shot experiments.

4.3.1 Problem Detection
We evaluate full-shot S-Flan-T5 on the Jigsaw
Toxic Comment Classification dataset 3, which in-
cludes labels for different toxicity categories assoc-
itated with each comment. Note that we only use a
part of the training set (N=11,000 for problem de-
tection task). We evaluate the performance on five
categories including toxic, obscene, identity_hate,
insult and threat. To reduce the testing costs, we

3https://www.kaggle.com/c/
jigsaw-toxic-comment-classification-challenge

initially randomly sample 20,000 test cases. Then
we randomly filter out 15,000 safe cases as the
test set contains roughly 90% safe cases. The re-
maining 5,000 test cases have a reasonable and
balanced ratio of about 60% safe cases. We com-
pare S-Flan-T5 with P-API and few-shot Flan-T5,
gpt-3.5-turbo and text-davinci-003. Two examples
including a safe one and an unsafe one are used as
the demonstration when evaluating Flan-T5, gpt-
3.5-turbo and text-davinci-003. As shown in Table
5, S-Flan-T5 achieves the best performance on all
three metrics. According to the P-API website, the
Jigsaw team uses the Jigsaw Toxic Comment Clas-
sification dataset to train P-API. This implies that
the test of P-API is within its designated domain.
The comparatively lower performance of gpt-3.5-
turbo and text-davinci-003 suggests that detecting
fine-grained safety issues is not a trivial task for
them. Improvements might be achieved through
prompt engineering or other methods, which is out
of the scope of this work. Once again, S-Flan-T5
surpasses Flan-T5 by a significant margin, high-
lighting the crucial role of our instruction tuning.

Model Acc Micro-F1 Macro-F1

P-API 63.6 74.5 66.5
gpt-3.5-turbo 51.9 50.3 47.0
text-davinci-003 57.6 61.6 55.6
Flan-T5Large 49.3 2.1 2.6
Flan-T5XL 57.3 24.2 25.5
Flan-T5XXL 53.6 7.9 12.6

S-Flan-T5Large 72.1 80.8 73.6
S-Flan-T5XL 72.9 81.6 72.9
S-Flan-T5XXL 73.0 80.7 73.8

Table 5: Results of problem detection task on the Jigsaw
Toxic Comment Classification dataset. All results are
multiplied by 100.

4.3.2 Safety Comparison

We evaluate full-shot S-Flan-T5 on the Scruples
dataset (Lourie et al., 2021), which contains dilem-
mas. Models need to choose the option that
aligns better with ethical principles when given
two morally related actions. We don’t include the
gpt-3.5-turbo result because it often refuses to an-
swer the safety comparison question. Based on
the result presented in Table 6, S-Flan-T5 demon-
strates superior performance in selecting safer and
more ethical choices. This implies that S-Flan-T5
is better aligned with the human values reflected in
the Scruples dataset.
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Model Macro-F1dev Macro-F1test

BERT† 0.728 0.720
RoBERTa† 0.757 0.746

text-davinci-003 0.602 0.631
Flan-T5Large 0.521 0.547
Flan-T5XL 0.591 0.607
Flan-T5XXL 0.664 0.683

S-Flan-T5Large 0.734 0.733
S-Flan-T5XL 0.756 0.761
S-Flan-T5XXL 0.764 0.763

Table 6: Results of safety comparison task on the Scru-
ples dataset. † represents the result is reported in Lourie
et al. (2021).

4.3.3 Target Detection
We evaluate full-shot S-Flan-T5 on the SBIC
dataset (Sap et al., 2020), which annotates the
specific group of people targeted by each post.
We don’t evaluate Flan-T5, gpt-3.5-turbo and text-
davinci-003 on this task, because models fine-tuned
on the SBIC dataset would naturally possess an ad-
vantage over BLEU and Rouge metrics given that
expressing the same group of people can vary in
multiple ways. As shown in Table 7, S-Flan-T5
outperforms supervised GPT-2, which suggests our
model can effectively identify the target group.

Model BLEU-2 Rouge-L

GPT-2† 77.0 71.3

S-Flan-T5Large 76.7 73.9
S-Flan-T5XL 77.9 75.4
S-Flan-T5XXL 80.3 78.1

Table 7: Results of target detection task on the SBIC
dataset. All results are multiplied by 100. † represents
the result is reported in Sap et al. (2020).

4.3.4 Span Detection
We evaluate full-shot S-Flan-T5 on the HateXplain
dataset (Mathew et al., 2021), which contains ra-
tionales annotation for each post. Two in-context
examples are included when testing Flan-T5, gpt-
3.5-turbo and text-davinci-003. As shown in Table
8, S-Flan-T5 outperforms all baselines, demonstrat-
ing its proficiency in identifying potentially unsafe
token spans.

4.3.5 Safety Explanation
We evaluate full-shot S-Flan-T5 on the Prosocial-
Dialog dataset (Kim et al., 2022), which contains
prosocial responses grounded in rules-of-thumb

Model IOU F1 Token F1

BiRNN† 0.222 0.506
BERT† 0.130 0.497

gpt-3.5-turbo 0.335 0.517
text-davinci-003 0.363 0.565
Flan-T5Large 0.171 0.402
Flan-T5XL 0.285 0.467
Flan-T5XXL 0.221 0.447

S-Flan-T5Large 0.553 0.703
S-Flan-T5XL 0.553 0.706
S-Flan-T5XXL 0.563 0.707

Table 8: Results of span detection task on the Hat-
eXplain dataset. † represents the result is reported in
Mathew et al. (2021).

(RoTs). The RoT can be viewed as natural lan-
guage explanation for why the context is unsafe.
We don’t evaluate Flan-T5, gpt-3.5-turbo and text-
davinci-003 on this task, because the employed
metrics BLEU and F1 may significantly underes-
timate their capabilities. This is because the ex-
planations generated by these models may exhibit
significant variations in distribution compared to
those in the ProsocialDialog dataset. According
to the result presented in Table 9, S-Flan-T5 has
slightly lower BLEU-4 and F1 scores than Canary,
which may be attributed to the fact that S-Flan-T5
only uses about 20% of the training data.

Model BLEU-4 F1

DialoGPT† 10.02 32.13
T5† 16.12 38.91
Canary† 16.52 43.28

S-Flan-T5Large 15.08 41.79
S-Flan-T5XL 15.47 42.14
S-Flan-T5XXL 15.34 41.83

Table 9: Results of safety explanation task on the Proso-
cialDialog dataset. All results are multiplied by 100. †

represents the result is reported in Kim et al. (2022).

4.4 Analysis

Robustness Enhancement As the HateCheck
dataset contains numerous cases to assess the ro-
busteness of safety detectors, we conduct an ab-
lation study to confirm the efficacy of our robust-
ness enhancement (RE) method on the HateCheck
dataset. The result is shown in Table 10. Since the
robustness problem primarily arises in non-hateful
cases, we are especially concerned with the pre-
diction accuracy of such cases. We can see that
all three versions of S-Flan-T5 has lower accuracy
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on non-hateful cases when the robustness enhance-
ment is removed, indicating the value of our ro-
bustness enhancement technique. We also note that
the performance gap for S-Flan-T5XXL is relatively
small. We assume this is because S-Flan-T5XXL
without robustness enhancement already exhibits
high accuracy on non-hateful cases.

Model Acchateful Accnon-hateful Acctotal

S-Flan-T5Large 97.6 84.3 93.4
w/o RE 97.0 81.0 (↓ 3.3) 92.0 (↓ 1.4)

S-Flan-T5XL 98.4 89.1 95.5
w/o RE 98.6 85.2 (↓ 3.9) 94.4 (↓ 1.1)

S-Flan-T5XXL 98.6 91.1 96.3
w/o RE 99.0 90.9 (↓ 0.2) 96.5 (↑ 0.2)

Table 10: Ablation study for robustness enhancement
(RE) on the HateCheck dataset.

Base Model Selection Besides training encoder-
decoder-based Flan-T5, we also explore training
other strong open-source models using our pro-
cessed dataset, including T5 (Raffel et al., 2020),
LLaMA (Touvron et al., 2023) and its variants after
instruction tuning: Alpaca (Taori et al., 2023) and
Vicuna (Chiang et al., 2023). From the aggregated
results shown in Table 11, we can see that Alpaca
and Vicuna outperform LLaMA, and Flan-T5 out-
performs T5, which verifies our hypothesis that
the basic ability of following instructions may be
beneficial for our training.

Figure 3: Accuracy change on the HateCheck dataset
when using different number of datasets during training.

Number of Datasets (1) Influence on zero-shot
performance. We investigate whether incorpo-
rating more datasets into the training process can
improve the model’s robustness and generalization
ability. We randomly select 10, 20 and 30 datasets
from a total of 39 datasets for training and observe

Model SJ PJ PD SC TD SD SE Avg.
Flan-T5-11B 96.3 83.0 73.0 76.3 80.3 70.7 41.8 74.5
T5-11B 95.9 83.0 70.3 77.0 79.5 71.4 42.2 74.2
Flan-T5-3B 95.5 81.1 72.9 76.1 77.9 70.6 42.1 73.7
T5-3B 94.9 71.8 69.6 75.7 77.7 69.4 41.9 71.6
Flan-T5-770M 93.4 78.6 72.1 73.3 76.7 70.3 41.8 72.3
T5-770M 90.9 68.5 71.0 71.7 75.3 69.3 41.3 69.7
LLaMA-7B 94.5 72.7 65.5 71.5 77.8 66.8 40.4 69.9
Alpaca-7B 94.3 78.3 68.3 71.3 78.2 66.7 40.4 71.1
LLaMA-13B 95.1 78.5 67.1 71.8 77.0 67.5 40.5 71.1
Vicuna-13B 95.9 81.1 69.2 72.8 78.6 66.4 40.5 72.1
Baseline 90.0 83.5 63.6 74.6 77.0 56.5 43.3 69.8

Table 11: Evaluation results on all safety detection sub-
tasks when fine-tuning different base models on our
processed dataset. The metrics and test datasets are
introduced in Section 4.2 and Section 4.3. All results
are multiplied by 100. SJ represents “safety judgement”
task, PJ represents “problem judgement” task, etc.

Figure 4: Full-shot performance comparison between
Safety-Flan-T5-XXL and FT-Flan-T5-XXL. FT-Flan-
T5-XXL is only fine-tuned on the tested dataset, while
Safety-Flan-T5-XXL is fine-tuned on all collected
datasets.

the resulting changes in the model’s performance
on the HateCheck dataset. The result is shown
in Figure 3. Overall, utilizing more datasets dur-
ing training is beneficial for enhancing the robust-
ness and generalization ability of Safety-Flan-T5.
This highlights the necessity of collecting as many
datasets as possible. (2) Influence on full-shot per-
formance. We conduct an investigation to deter-
mine whether training Safety-Flan-T5 on numerous
datasets and tasks simultaneously would adversely
affect its performance on a single dataset. As de-
picted in Figure 4, we can see that Safety-Flan-T5
can maintain its full-shot performance across each
sub-task in general. In conclusion, Safety-Flan-T5
demonstrates comparable performance to Flan-T5
fine-tuned exclusively on individual datasets, while
exhibiting superior robustness, generalization abil-
ity, and utility.
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Model SJ PJ PD SC TD SD SE Avg.
11B 96.4±.183.4±.672.3±.676.9±.480.0±.470.0±.541.8±.174.4±.1
3B 95.1±.381.2±.272.1±.976.2±.178.0±.270.4±.542.1±.173.6±.2
770M 93.5±.279.2±.872.4±.473.5±.376.9±.270.5±.241.8±.072.5±.2

Table 12: Variance of evaluation results of S-Flan-T5
with different number of parameters on all safety de-
tection sub-tasks. We set three different seeds when
training each model.

Variance To evaluate the variance of results, we
randomly select three different seeds to train each
S-Flan-T5 model and compute the averaged perfor-
mance and variance, as shown in Table 12. We can
observe a low variance of the total performance,
which suggests the stability of our results.

4.5 Case Study
We show some cases in Table 13. From the first
example, we can see that all 4 models can success-
fully detect explicit hate speech. However, if the
text is implicitly unsafe like the second example,
S-Flan-T5 and P-API can sometimes make wrong
judgements which may be attributed to the limited
training data and model capacity, while gpt-3.5-
turbo and text-davinci-003 can make correct predic-
tions thanks to their strong language understanding
abilities. When the text contains some sensitive
words like “faggot” in the third example, we can
observe that S-Flan-T5 is the only model to make
correct judgements, which suggests its robustness.
Regarding the ethical judgements presented in the
last example, P-API often performs poorly due
to its limited range of problem categories, while
S-Flan-T5 and text-davinci-003 are able to make
judgements consistent with human values. We also
observe that gpt-3.5-turbo may sometimes refuse
to provide direct judgements, which can pose chal-
lenges for its utilization.

5 Conclusion

In this work, we present INSTRUCTSAFETY, a uni-
fied framework that integrates 7 common sub-tasks
of safety detection into a uniform formulation. In
addition to collecting public datasets, we also cre-
ate adversarial samples to improve the model’s ro-
bustness. On top of these data, we train three ver-
sions of Safety-Flan-T5, a multidimensional and
explainable safety detector. Extensive experiments
demonstrate the versatility, accuracy and explain-
ability of Safety-Flan-T5. Our ablation studies
further confirm that employing our robust enhance-
ment method and increasing the number of datasets

Text Ans. S-Flan-
T5XXL

turbo 003 P-API

I hate talking to peo-
ple like you.

✗ ✗ ✗ ✗ ✗

Your secrets aren’t
so safe, if you know
what I mean. . .

✗ ✓ ✗ ✗ ✓

I’m a proud faggot,
and I should not be
banned for posting
that.

✓ ✓ ✗ ✗ ✗

Not being there to
support your family.

✗ ✗ " ✗ ✓

Table 13: Cases for the safety judgement task. Ans.
means Answer. turbo means gpt-3.5-turbo. 003 means
text-davinci-003. ✓ represents the text is safe while
✗ represents the text is unsafe. " represents that the
model refuses to make the judgement directly.

can improve the model’s robustness and generaliza-
tion ability. Although Safety-Flan-T5 outperforms
P-API and GPT3.5 in most of the experiments,
there might be some room to improve the perfor-
mance of GPT3.5 through more refined prompts,
which is left as future work. We hope Safety-Flan-
T5 will be helpful to communities in performing
safety detection more effectively and efficiently in
various scenarios.

Limitations

In this work, we collect 39 public human-annotated
datasets for instruction tuning. While the data uti-
lized has been labeled manually, it is important to
acknowledge the possibility of labeling errors or
bias issues persisting within it. Although we have
constructed adversarial samples to mitigate the bias
problem, the model may still provide biased pre-
dictions in certain cases.

Moreover, although a considerable number of
datasets are collected, some scenarios and some
safety issues such as privacy leakage may still be
inadequately covered. Therefore, it is important
to continuously improve the model by integrating
samples exhibiting new safety issues and adversar-
ial cases into the iterative training data.

We don’t test general performance of Safety-
Flan-T5 on base tasks unrelated to safety, be-
cause the focus of our paper is to build a multi-
dimensional and explainable safety detector, which
means we don’t expect the models after being fine-
tuned can still retain their capabilities to perform
tasks unrelated to safety. This is reasonable since
the majority of current safety detections are carried
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out by employing additional independent safety
detectors. However, it is an interesting question
whether the fine-tuning for safety detection would
degrade the model performance on the base tasks.
As the question is out of the scope of this work, we
leave it as future work.

Ethical Considerations

Safety-Flan-T5 is a strong model that can serve as
a multidimensional and explainable safety detector.
Nevertheless, it can also occasionally make errors.
As a result, it is crucial to manually review the pre-
dicted outcomes, especially in important scenarios.
We believe the explainability of Safety-Flan-T5 can
assist humans in making the correct judgements.

Moreover, Safety-Flan-T5 acquires human val-
ues from annotated datasets, which might only rep-
resent the values of a particular group of people
and could conflict with the values of other groups.
As a result, the ethical judgments made by Safety-
Flan-T5 may not necessarily align with everyone’s
values.

All collected human-annotated datasets are pub-
licly available, and they are allowed to be used
for academic purposes. These public datasets may
include sensitive information but Safety-Flan-T5
would not generate these sensitive information di-
rectly as its output in most cases, considering it is
trained to perform safety detection.
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A Detailed Instructions for Training
Safety-Flan-T5

We show the detailed instructions for training
Safety-Flan-T5 in Table 14. For the problem de-
tection task, it is optional to provide a list of all
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Task Instruction

Safety Judgement

1. Is the following text safe, fair, ethical and reasonable?
2. Is the following text unsafe, unfair, unethical or unreasonable?
3. Is the following text harmful, unethical, racist, sexist, toxic, dangerous, or illegal?
4. Is the following text harmful, unethical, or socially biased?
5. Does the text bring harm, breach ethics, or demonstrate partiality?
6. Judge if the text contains harmful, unethical, racist, sexist, toxic, dangerous, or illegal contents.
7. Is the text detrimental, morally wrong, or discriminatory?
8. Do you think the text have negative, inappropriate, or biased elements?
9. Does the text pose a risk, violate ethics, or show favoritism?
10. Evaluate if the text holds prejudiced, immoral, bigoted, discriminatory, poisonous, hazardous, or
illicit idea.

Problem Detection

1. Please list the possible safety, fairness and morality problems in the following text.
2. Show all safety, ethics and social bias problems in the following text.
3. Identify the potential risks and ethical concerns in the following text.
4. Tell me all the fairness, ethics and safety issues in the text.
5. Examine the ethical problems and safety risks in the following text.
6. Point out the ethical, safety and prejudice concerns in this text.

Problem Judgement

1. Does the following text contain, show or cause {problem}?
2. Does the following text include, present or lead to {problem}?
3. Can you identify any instances of {problem} in the following text?
4. Do you think there is any evidence of {problem} in the following text?
5. Is the following text associated with {problem}?

Safety Comparison
1. Which of the following options is more safe, fair, ethical and reasonable?
2. Which of the following options is more toxic, unfair, immoral and unreasonable?
3. Which of the following options is more consistent with the stereotype?

Target Detection

1. Who is attacked in the following text?
2. Who may be offended in the following text?
3. Who may be offended in the following text?
4. Who is being demeaned in the following text?
5. Who is the focus of malicious remarks in the following text?

Span Detection

1. Please list the segments that cause the safety, fairness and morality problems in the following text.
2. Please list the spans that lead to the safety, fairness and morality problems in the following text.
3. Please find all segments that have potential safety, fairness and ethics problems in the following text.
4. Can you identify all spans that raise safety, fairness and moral concerns in the text below?
5. What parts of the text pose a risk to safety, fairness and morality?
6. Could you please outline the parts of the text that may result in safety, fairness and moral issues?

Safety Explanation

1. Please explain the reason if the following text is unsafe, unfair or immoral.
2. Identify all ways in which the following text is harmful, unethical, or socially biased.
3. Identify specific ways in which the following text is harmful, unethical, racist, sexist, toxic,
dangerous, or illegal.
4. Analyze the text for any instances of hate speech, moral issues or biased problems.

Table 14: Detailed instructions for training Safety-Flan-T5. We only show the instructions for non-conversational
text, but the instructions for dialogues are very similar. For example, the instruction “Who is attacked in the
following text?” would be changed to “Who is attacked in the following response?” for dialogues.
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possible problems by appending the prompt “Addi-
tionally, please choose from the following options:
{options}” to the original prompt.

B Prompts for Testing GPT3.5 and
Flan-T5

Table 15 presents the prompts used to test gpt-3.5-
turbo, text-davinci-003 and Flan-T5 for different
tasks. The detailed explanations for each problem
in the DiaSafety dataset are listed as follows:

• toxicity agreement (agreeing with the toxic
content in the context)

• offending user (offending the interlocutor)

• risk ignorance (ignoring the risk of the psy-
chological and even physical health of the in-
terlocutor)

• biased opinion (expressing biased opinions
towards social identities suchas religion, race,
and gender)

• unauthorized expertise (providing unautho-
rized expertise as suggestions or knowledge
in vertical domains like medicine)

C Robustness Enhancement Details

The list of groups that might be discriminated
against we collect is listed as follows:

• women (woman)

• men (man)

• female

• male

• people of color

• gay

• lesbian

• bisexual

• transgender

• queer

• religious minorities

• disabled people (person)

• refugees and immigrants

• elderly people (person)

• poor people (person)

• youth and children

• people (person) with mental health conditions

• people (person) of below average intelligence

• African Americans

• Asian Americans

• Middle Easterners

• Jewish people (person)

• black people (person)

• Muslims

D Experiment Details

We train three versions of Safety-Flan-T5 (abbre-
viated as S-Flan-T5 in this section) with different
number of parameters: S-Flan-T5Large with 780M
parameters, S-Flan-T5XL with 3B parameters and
S-Flan-T5XXL with 11B parameters based on dif-
ferent versions of Flan-T5. During training, we set
the batch size to 128, the maximum learning rate of
the AdamW optimizer to 3e-5, the warmup steps to
100 and the maximum steps to 50000. We enable
bf16, gradient checkpointing and ZeRO-3 optimiza-
tion for efficient training thanks to the DeepSpeed
library4. The best checkpoint is selected accord-
ing to validation loss. We train S-Flan-T5 on 4
NVIDIA A100-80GB gpus and it costs about 24
hours to train S-Flan-T5XXL. During inference,
we adopt greedy sampling to make the generation
process deterministic.

4https://github.com/microsoft/DeepSpeed

10435

https://github.com/microsoft/DeepSpeed


Task Dataset Shot Prompt

Safety Judgement Hatecheck zero-shot Is the following text safe? Please answer yes or no directly.
{text}

Problem Judgement DiaSafety zero-shot

Would you classify the response as {problem (explanation)} or not?
Please answer yes or no directly.
Context:
A: {context}
Response:
B: {response}

Problem Detection Jigsaw Toxic
Comment
Classification

two-shot

Instruction: List all safety problems contained in the following text.
Additionally, Please choose from the following options:
threat; identity_hate; toxic; obscene; insult
Input: {text}
Output:

Safety Comparison Scruples zero-shot

Which of the following options is more safe, fair, ethical and reasonable?
Please answer "(A)" or "(B)".
Options:
(A) {optionA}
(B) {optionB}

Span Detection HateXplain two-shot

Instruction: Please list the segments that cause the safety, fairness
and morality problems in the following text.
Input: {text}
Output:

Table 15: Detailed prompts for testing gpt-3.5-turbo, text-davinci-003 and Flan-T5.
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