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Abstract

Clarifying the research framing of NLP arte-
facts (e.g., models, datasets, etc.) is crucial to
aligning research with practical applications
when researchers claim that their findings have
real-world impact. Recent studies manually an-
alyzed NLP research across domains, showing
that few papers explicitly identify key stake-
holders, intended uses, or appropriate contexts.
In this work, we propose to automate this
analysis, developing a three-component sys-
tem that infers research framings by first ex-
tracting key elements (means, ends, stakehold-
ers), then linking them through interpretable
rules and contextual reasoning. We evaluate
our approach on two domains: automated fact-
checking using an existing dataset, and hate
speech detection for which we annotate a new
dataset' —achieving consistent improvements
over strong LLM baselines. Finally, we apply
our system to recent automated fact-checking
papers and uncover three notable trends: a rise
in underspecified research goals, increased em-
phasis on scientific exploration over applica-
tion, and a shift toward supporting human fact-
checkers rather than pursuing full automation.

1 Introduction

As NLP systems see wider real-world deploy-
ment, concerns over misuse and unintended con-
sequences have intensified focus on responsible
Al practices—highlighting the need for ethical
integration, risk mitigation, and attention to so-
cietal impact (Noble, 2018; Bender et al., 2021;
Birhane et al., 2022). A critical but often over-
looked aspect of responsible NLP research is re-
search framing—how a paper positions the purpose
and value of its work by connecting what it does
(means), why it does it (ends), and for whom it is
relevant (stakeholders). In this context, framing
highlights the methodological specification of an

“Equal contribution.
!Code and annotations available at our GitHub repository.

artefact’s role within the research ecosystem. This
contrasts with political or media framing, which
emphasizes persuasion in discourse, and seman-
tic framing, which concerns meaning in linguistic
structure (Card et al., 2016).

When poorly articulated, research framings can
obscure a system’s scope, hinder accountability,
and increase the risk of misuse. Figure 1 illus-
trates this point by comparing two NLP papers:
one clearly intends to support professional fact-
checkers with specified means, ends, and users;
the other, on hate speech detection, lacks any men-
tion of who would use the model’s outputs. Such
omissions risk misinterpretation—e.g., framing a
label-only classification model as an automated
decision tool overlooks the need for context and
explanation, risking misuse in high-stakes settings.

This concern has motivated several analyses of
how NLP research is framed. Schlichtkrull et al.
(2023) first formalized the notion of research fram-
ings (which they termed “epistemic narratives’)
and introduced epistemic elements—textual signals
that define a paper’s framing by specifying compo-
nents such as means, ends and stakeholders. Ana-
lyzing 100 automated fact-checking papers, they
found frequent misalignments between goals and
methods, underspecified or missing stakeholder
definitions, and weak links between these elements.
Separately, Liu et al. (2023) reviewed 333 sum-
marization papers and found that fewer than 15%
meaningfully addressed responsible Al concerns.

Such analyses help track field-wide trends to
inform future research and reveal problems in re-
search practices, including value misalignments
and overlooked downstream risks (Birhane et al.,
2022). They further offer guidance by encouraging
alignment between research goals and stakeholder
needs, prompting reflection on issues like dual use
(Leins et al., 2020) and overclaiming (Grodzinsky
et al., 2012). However, their reliance on manual
annotation limits their scalability and timeliness.
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https://github.com/ericchamoun/NLP-Framing-Analysis

Assistive deployment (Fact-checking)

Excerpt: In an effort to assist fact-checkers, we tackle
the claim detection task... Misinformation has recently
become more central in public discourse ... NLP ap-
proaches to alleviate the activity of fact-checking. We
introduce an approach ... to perform the classification.

Epistemic elements

* Model means: What (ML) methods are proposed? —
classify/score veracity

* Application means: How will the artefact be used? —
identify claims

» Data actors: Who will act on the predictions from the
artefact? — professional fact-checkers

* Ends: What is the intended societal goal? — fight
misinformation

Framing: Clear assistive framing, artefacts support jour-
nalists. — Assisted external fact-checking.

Vague deployment (Hate speech)

Excerpt: Current filters are insufficient to prevent the
spread of hate speech. Most internet users... report hav-
ing been subjected to offensive name-calling... leverage
our annotations to improve hate speech detection... Treat-
ing hate speech classification ... label around 13,000
potentially derogatory tweets.

Epistemic elements

* Model means: What (ML) methods are proposed? —
classify/score posts/text, data collection

* Application means: How will the artefact be used? —
identify toxic content

» Data actors: Who will act on the predictions from the
artefact? — not specified

e Ends: What is the intended societal goal? — fight hate

Framing: Clear goals and methods, but the user of the
model’s outputs is unspecified. — Vague identification.

Figure 1: Side-by-side examples of research framings. The fact-checking paper (left, Konstantinovskiy et al. (2021))
presents a clear assisted external fact-checking framing with specified users, goals, and methods. The hate speech
paper (right, Ousidhoum et al. (2019)) has an underspecified framing due to unspecified model users.

In this work, we first propose a generalizable
research framing schema to support cross-domain
analysis in NLP (§2). Building on this, we in-
troduce an automated framework for inferring re-
search framings (§3), composed of three stages:

1. Epistemic element extraction, i.e., identifying
parts of the introductory text that specify the
components of a paper’s research framing, such
as its aims, means and stakeholders.

2. Research framing ranking, which uses semi-
automatically inferred rules to connect extracted
elements, linking means to ends to infer the
artefact’s intended purpose;

3. Research framing classification, which lever-
ages an LLM to refine rankings with broader
context, in-context examples, and reasoning.
We evaluate our approach (§5) in two domains:

automated fact-checking (AFC) and hate speech
detection (HS). For AFC, we use the dataset re-
leased by Schlichtkrull et al. (2023); for HS, we
manually annotate 49 highly cited papers (§4) with
epistemic elements, which we use to infer their
research framings. Our approach outperforms a
strong LLM baseline in both domains, offering
more accurate research framing predictions. It also
achieves high precision in identifying underspec-
ified framings with misaligned or incomplete ele-
ments.

Finally, we apply our system (§6) to recent AFC
papers to uncover emerging trends. We observe
a rise in underspecified research framings, raising
concerns about the clarity of current framing prac-

tices in AFC research. We also find an increase
in papers categorized under Scientific Curiosity,
largely driven by benchmark studies examining
LLM limitations. Lastly, we find a growing em-
phasis on generating fact-checking justifications
to assist human fact-checkers, while fewer studies
propose fully automating the process.

Research framings for this paper We release
two NLP artefacts: (1) datasets used for analy-
sis and (2) a tool for generating research framing
labels and justifications (modeling means). Both
are designed for use by researchers (data actors,
model owners), who are also the data subjects.
The tool is intended to support large-scale anal-
yses of NLP subfields and provide feedback on
how artefacts are positioned for use or exploration
(application means). The study aims to advance
NLP knowledge and promote framing transparency
(ends), aligning with the research framings of Sci-
entific Curiosity and Scientific Writing Assistance.

2 Cross-domain research framing

A research framing captures how a paper con-
nects key epistemic elements to convey the in-
tended purpose of its contributions. We consider
the following epistemic elements: (1) data sub-
Jjects—individuals whose behaviors are analyzed
(e.g., social media users), (2) data actors—those
intended to use the model outputs (e.g., modera-
tors), (3) model owners—entities controlling de-
ployment (e.g., social media companies), (4) mod-
eling means—the machine learning approach (e.g.,
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General Framing Description AFC HS
Automated deployment  System replaces a human task with minimal in- Automated external ~ Automated content
tervention. fact-checking moderation
Assistive deployment System supports human decision-making. Assisted internal/ex-  Assisted  content
ternal fact-checking  moderation

Knowledge access and
curation
Knowledge exploration

Governance

Organizes/synthesizes knowledge for future use.

Explores models or data without specific applica-
tion goals.
Supports legal, institutional, or compliance goals.

Assisted knowledge
curation
Scientific curiosity

Law enforcement

Assisted knowledge
curation
Scientific curiosity

Law enforcement

Implies deployment but omits how or where the
model is used.

States a broad goal, but lacks a coherent link
between that goal and the proposed ML method.

Identifies content without specifying how it is

Vague debunking

Vague opposition

Vague identification

Vague moderation

Vague opposition

Vague identification

used to achieve stated ends and who acts on it.

Table 1: Cross-domain research framings, with corresponding instantiations in AFC, HS. Clear framings (blue)
link technical contributions to explicit purposes/users; underspecified framings (pink) lack specificity about

use/users/goals.

classification), (5) application means—how the
model is used (e.g., automated removal), and (6)
ends—the intended societal or research goal (e.g.,
fighting hate online). These elements (listed in Ap-
pendix A) may be explicitly connected, partially
specified, or mismatched—e.g., presenting a clas-
sifier as a replacement for human experts without
accounting for justification or user context.

To support automated analysis across domains,
we propose a generalizable research framing
schema. Table 1 presents our cross-domain fram-
ing types, along with their instantiations in AFC
(Schlichtkrull et al., 2023) and HS (this work).
While our evaluation focuses on these two domains,
the schema is designed to be extensible; e.g., men-
tal health applications like automated monitoring
or mandatory flagging can align with this structure.

To assess framing quality, we distinguish be-
tween clear and underspecified cases. Clear fram-
ings specify the artefact’s purpose, users, and goals;
underspecified ones omit key components or in-
troduce inconsistencies that obscure the system’s
intended use. We define underspecification rela-
tive to how clearly authors articulate and connect
epistemic elements at the time of writing. In other
words, it reflects presentation clarity in its con-
temporary context, not compliance with future or
evolving community standards. This time-bounded
definition makes the schema generalizable, since
it provides a consistent basis for analyzing papers
across different publication periods.

We also note that theoretical research without an
immediate ends or intended user is not the same as
underspecification. If a paper clearly states that the

goal is theoretical exploration or to answer some
research question, that corresponds to Knowledge
exploration, a clear framing. Underspecification
arises when this intent is unstated, e.g., authors
claiming that their theoretical findings aim to “fight
hate” without discussing how.

We highlight hate speech-specific framings (see
Appendix A.1 for those specific to AFC):

LLM safety represents a clear framing focused on
preventing harmful LLM outputs through detoxi-
fication, filtering, or alignment. Vague data anal-
ysis refers to papers combining knowledge explo-
ration with social aims (e.g.,“fighting hate”), with-
out a clear link between analysis and real-world
impact.

3 Inference of Research Framings

We automatically infer the research framings in
NLP papers in three stages (Figure 2):

3.1 Step 1: Epistemic Element Extraction

We treat element extraction as a multi-label classi-
fication task, since a paragraph may contain multi-
ple relevant elements (e.g., several stakeholders or
goals). We also allow the model to abstain when
no evidence is present for any element category.

Formulation. Given a paragraph p; from a
selected paper and an epistemic element E; € £
(e.g. data actors), we define the corresponding
candidate label set R(E;) (including not spec-
ified). We frame the extraction as a QA task,
using a language model M to compute response
likelihoods:
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"Rumors can spread
widely and quickly on
social media, bringing
huge harm to society and
causing a lot of economic Sk

losses|..] It is urgent to
come up with a method

Vague
identification:
-0.12

Vague identification was
identified with high
confidence because data

actors were predicted as
"not specified" with high
confidence and application

to identify rumors on V. means were predicted as
social media efficiently Ends o ags‘i‘t?on' “identify claims" with high Context
and as early as possible.” Limit misinformation p;::.y. 3 confidence. Rankings
-0.31 Examples
) 1 1
: = | ],
1 - 1 1
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) 1 1
1 1 1
) 1 |
1 1 1
) 1 1
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We evaluate our dataset M Vague ,Zag;‘_;f ddeb'j‘t’;.k'"gd‘f"as
in various classification identification: becittitee il [Cled

settings, then we discuss
how to leverage our

annotations in order to pplication means
improve hate speech dentify toxic content:
detection and 1.37
classification in general. Provide labels/toxicity
LLU'L‘L.

-1.37

Vague
debunking:
-1.37

confidence because data

actors were predicted as
"not specified" with high
confidence and application
means were predicted as
"provide labels/toxicity
scores" with medium
confidence.

Figure 2: Our system infers a paper’s research framings by: (1) estimating epistemic element likelihoods; (2)
applying logical rules linking elements to framings; (3) generating explanations summarizing the likelihoods
computed in steps 1 and 2 as reasoning for classification; (4) using an LLM to refine predictions using the
explanations, context, and in-context examples. Numbers represent log-likelihoods of predicted elements or
framings. Examples are from Bian et al. (2020) (top) and Ousidhoum et al. (2019) (bottom).

(1

where ¢g; is a predefined prompt targeting ele-
ment E; (e.g., “Who are the individuals or entities
that the authors identify as expected to act on the
released artefacts?”) and rf; ), € R(FE}) is a can-
didate label (e.g. journalists).

sz'WEj,k = log PM(rEj,k ’ Di, QE]-)

Semantic Clustering via NLI. We adapt
Kuhn et al. (2023) to cluster sampled outputs
{z1,...,x,} into semantically equivalent classes
C = {c1,...,cm}. Two outputs z,,x, are
grouped together if they entail each other bidirec-
tionally (i.e., NLI returns entail in both direc-
tions). Class likelihoods are computed via:

Sc; = log Z exp(Sp,.z) )

TEC)

3.2 Step 2: Research Framing Ranking

In this step, we estimate the likelihood of each
research framing f; € F by linking predicted epis-
temic elements through interpretable logical rules.
Each research framing f; is defined by a boolean
rule £; : {rEl,kj)rEQ,ka R ;rEm,km} — fz
that specifies how combinations of epistemic el-
ements must co-occur to support that framing.

These rules are constructed from two sources: (1)
a CART-based decision tree (Breiman et al., 1984)
trained on annotated data, and (2) manual refine-
ment based on framing definitions (Appendix C.1).
An example is shown in Figure 3 in the appendix.
To compute the likelihood of a research framing,
we evaluate each logical rule £; over the predicted
probabilities of its constituent epistemic elements.
Conjunctions and disjunctions are computed as

Pr(rg, x A7E,) = min{Pr(rg, ), Pr(rg, 1)},

Pr(rg, x VrEg, 1) = max{Pr(rg, 1), Pr(rg, 1)}

. This soft logic enables smooth aggregation of
partial evidence across elements.

At inference time, we aggregate paragraph-level
predictions to compute paper-level scores for each
epistemic element. Since research framings de-
scribe the broader intended purpose of an NLP
artefact, these elements must be assessed across the
full document rather than in isolated paragraphs.

Let a paper consist of paragraphs
{p1,p2,...,pr}, and let Pr(rg,, | p) de-
note the confidence score of label rp, ) for
element F; in paragraph p;. We compute the
paper-level score as:

T
Pr(rg, ;) = maxPr(rg, | pr)-
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To model absence, we define the paper-level
score for the not specified label of element E; as:

T
Pr(TEj,HS) = ItH:l{l Pr(TEj,HS ’ pt)'

This aggregation ensures that element presence
is acknowledged if mentioned anywhere, while
absence requires consistent omission across text.

3.3 Research Framing Classification

To refine framing predictions, we use an LLM M
to incorporate document context and reason be-
yond deterministic rules. We first collect confi-
dence scores from previous stages. Each framing
fi is associated with a confidence score Pr(f;),
and its supporting epistemic element labels S;,
as specified by L;, have scores Pr(rg; x). We dis-
cretize each score into a confidence tier for each

paper:

High if Pr(z) >,
Tier(Pr(z)) = { Medium if 7;,, < Pr(2) < 7
Low if 7 <Pr(z) <

forall z € {f;} US;

where 7, 7, 7; are predefined confidence thresh-
olds. We then generate structured natural language
justifications summarizing the prediction rationale:
“[Framing | was identified with [confidence level] be-
cause [element 1] was predicted with [confidence
level X], [element 2] with [confidence level Y], ...”
M is fed explanations along with paper context,
framing definitions, and examples (Appendix F).

4 Research Framings in Hate Speech

To assess cross-domain generalization, we apply
our approach to hate speech detection—a task often
framed as NLP for Social Good (Jin et al., 2021),
where artefacts aim to assist moderators in combat-
ing online harm. We construct a new dataset of 49
highly cited papers on HS and related tasks from
top NLP and CSS venues, annotated for epistemic
elements and discourse-level research framings.

Annotation Procedure. We follow a two-phase

protocol based on Krippendorft (2018):

1. Initial annotation used a predefined taxonomy
of epistemic elements and research framings
inspired by prior work (Schlichtkrull et al.,
2023), with new categories added inductively
as needed. Annotators met regularly to discuss
and reconcile divergent cases.

2. A second round re-annotated all papers using
the unified, finalized label set. No new labels
were added in this phase, ensuring convergence
on a minimal, interpretable set of research fram-
ing types.

Annotations were performed by two NLP re-

searchers with domain expertise in hate speech

and sociotechnical NLP. Inter-annotator agreement
for the final label set reached a Krippendorft’s o of

0.61 across the research framing labels (10 distinct

research framings with multiple per paper).

Annotation Scope. For each paper, we extract
quotes from the abstract and introduction that de-
scribe the system’s purpose, methods and stake-
holders. We annotate the presence of epistemic
element types defined in §2. Each paper is then as-
signed one or more discourse-level research fram-
ings. Appendix E.3 defines the framing types. All
examples were annotated based on explicitly stated
text only, avoiding inferred intent. Detailed guide-
lines are provided in Appendix E.

Findings The distribution of research framings
in our annotated HS dataset reveals that Vague Iden-
tification is the most prevalent (44.74%). These
papers present systems for detecting toxic content
but fail to specify who will act on the outputs or
how. Overall, underspecified research framings
make up 64.47% of the dataset, underscoring a
broader trend of ambiguity in the intended use of
hate speech detection models (see Appendix D
for distribution details). This is reinforced by the
prevalence of Vague Data Analysis, where papers
combine knowledge exploration with social aims
(e.g., “fighting hate”) without articulating how the
analysis supports real-world impact.

The second most common framing is Scientific
Curiosity, often seen in papers that examine the lin-
guistic characteristics of hate speech—such as nu-
ance and sarcasm—or that introduce new datasets
and benchmarks. Notably, only around 15% of
papers clearly specify practical applications for
mitigating hate speech, with a small percentage
(2.63%) focusing specifically on limiting toxic con-
tent generated by LLMs.

S Experimental setup

5.1 Implementation details

Modeling We use gemini-1.5-flash-002
(Gemini Team et al., 2023) for all prompting
tasks, including epistemic element extraction (Step
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1) and research framing classification (Step 3).
Gemini has demonstrated strong performance on
open-ended tasks like writing assistance, balancing
diversity and contextual alignment (Gooding et al.,
2025). We provide all full prompts in Appendix F.

Epistemic Element Extraction For each para-
graph, we generate k = 10 samples per epis-
temic element, following Kuhn et al. (2023), as
increasing samples improves performance (Ap-
pendix B.1). We set the temperature to 1.0, balanc-
ing diversity and coherence—lower values produce
overly deterministic responses, while higher ones
risk incoherence. Clustering is performed using
NLI with DeBERTa (He et al., 2020) to merge
semantically equivalent responses. Entailment is
determined by the model’s predicted label.

Framing Ranking To map epistemic elements
to research framings, we employ two decision trees:
(1) a global tree that identifies key elements distin-
guishing research framings and (2) individual trees
per research framing, capturing characteristic ele-
ment combinations in a multi-label setting. Nodes
are split using Gini impurity, with the global tree
fully expanded for differentiation and individual
trees capped at depth 4 for interpretability. Trees
are trained using Gini impurity as the splitting
criterion. The resulting paths are converted into
boolean rules (see Section 3.2 and Appendix C.1).

Absence Thresholding Papers often present
multiple research framings across sections—e.g.,
one section may frame a tool as identifying mis-
leading claims without specifying intended actors
(Vague Identification), while another specifies its
use by journalists. Strictly assigning -oco to not
specified labels when data actors appear in some
paragraphs would incorrectly exclude Vague Iden-
tification, even if applicable elsewhere. To balance
specificity with flexibility, we set a -3 threshold for
not specified labels—low enough to avoid inflating
irrelevant elements (as model-assigned likelihoods
exceed -3) but high enough to retain research fram-
ings dependent on their absence.

Framing Classification We define confidence
tiers for both epistemic element and framing scores
using the thresholds 7, = —1, 7,, = —2, and
71 = —3, consistent with Gemini’s typical scor-
ing range of approximately [—3,0]. These tiers
are used to guide natural language justifications,
which are passed to the LLM in conjunction with
paper context, framing definitions, and in-context

examples (see Figure 2). Using natural language
labels for confidence levels improves the model’s
reasoning by making the signal more interpretable.

5.2 Evaluation metrics

We evaluate performance for epistemic element
extraction and research framing ranking using
Filtered Mean Reciprocal Rank (fMRR; Bordes
et al. (2013)), which averages the inverse rank of
correct predictions while excluding higher-ranked
known positives. That is, when multiple correct an-
swers exist, we compute the rank of a target answer
after removing other correct answers ranked above
it. Also, some labels are unscored (—oo) if not
predicted (e.g., professional journalists when only
social media users are mentioned in the paper).

For scored labels, we compute standard fMRR.
If a correct label is unscored, we estimate its rank
as the number of scored labels plus half the un-
scored ones, assuming unscored items are ran-
domly distributed. For example, with 2 scored and
10 unscored labels, the estimated rank is 24 % =1,
preventing artificially inflated results.

N

1 1
fMRR = — 3
N ; rank; )
; if label 7 i d
rank; — T4, 1 abe ZIS score @
s+ 4, if label i is unscored

where NV is the number of evaluated instances, 7;
the observed rank of the correct label, s the number
of scored labels, u the number of unscored labels.
For research framing classification, we report the
Jaccard score, i.e., the intersection over union of
predicted and gold labels: Jaccard(A, B) = }‘:Dg}

(Jaccard, 1901). It is well-suited to our multi-
label setting, where few labels are typically present
among 10+ candidates. Unlike F-score—which
can be inflated by correctly predicting absent la-
bels—Jaccard evaluates only active labels. We also
report F-score for specific framings for complete-
ness.

5.3 Epistemic element extraction

We evaluate our semantic clustering-based ap-
proach for estimating epistemic element likeli-
hoods in AFC and HS papers. Since our ap-
proach uses generation rather than classification,
the model often produces semantically similar but
syntactically varied outputs (e.g., “not mentioned,”
or “absent” when the prediction should be “not
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AFC HS

Validation Test

All Oracle | Al Oracle || Al Oracle
Data Subjects  73.80 72.86 | 86.19 81.38 || 77.74 77.30
Data Actors 76.57 77.87 | 7744 75.23 76.13 72.19
Model Owners  96.64 9597 | 97.77 96.05 || 96.60 96.38
Model Means  64.11 71.16 | 56.21 65.79 || 69.84 68.99
App. Means 5092 55.14 | 46.00 5090 | 66.18 60.09
Ends 76.58 6526 | 78.96 66.08 74.04 59.51
Total 73.10 73.04 ‘ 73.76  72.57 H 76.76 72.41

Table 2: fMRR for epistemic elements on AFC and HS
data. All uses all paragraphs from abstracts and intro-
ductions; Oracle uses paragraphs annotated by humans
as containing research framing information.

specified”). Without alignment, these would be
treated as distinct labels. NLI-based clustering
addresses this by grouping semantically equiva-
lent outputs—thus supporting effective uncertainty
quantification across multiple generations. As
shown in Appendix B.1, performance improves
with more samples, highlighting the benefits of our
approach over a single-prompt baseline.

Table 2 shows that using all paragraphs
slightly outperforms human-filtered ones, suggest-
ing broader retrieval enhances epistemic element
extraction, especially given the model’s strong abil-
ity to filter irrelevant content (~76% fMRR for
not specified labels). The model achieves near-
perfect performance in identifying model owners,
largely due to the high prevalence of not specified
labels—fewer than 10% of paragraphs explicitly
mention one. In contrast, performance on appli-
cation means is lower, likely due to the greater
complexity introduced by at least 10 distinct labels
within this category, making classification more
challenging. Despite these variations, the model
performs consistently well across other epistemic
elements. Performance is also consistent across
domains, except for higher accuracy in identifying
application means in hate speech detection. This
may stem from AFC’s greater label diversity (15 vs.
10), which includes both nuanced tasks (e.g., triag-
ing claims) and concrete actions (e.g., automated
removal), the latter shared across both domains.

5.4 Research framing ranking

Table 3 presents fMRR scores for research fram-
ing prediction across AFC and HS datasets. De-
spite the complexity of the task—10+ distinct re-
search framings with multiple per paper—both
approaches perform well. The upper-bound hu-
man performance (84.84% for AFC, 83.63% for
HS), obtained by applying logical rules to manually

Dataset Approach AFC HS
e 1. Systemy; 55.51 -
Validation Systemyyace  65.04 )
Test System,; 52.10 52.17
Systemy,qee 51.93  50.50
Entire Dataset Human 84.84 83.63

Table 3: fMRR for research framing prediction across
AFC and HS papers. System,;; aggregates epistemic
element scores from all paragraphs, while Systemy,.qc1e
uses only those labeled by humans as containing re-
search framing information for ranking.

annotated epistemic elements, indicates that log-
ical mappings successfully capture relationships
between epistemic elements and research framings.

5.5 Research framing classification

Table 4 presents research framing classification re-
sults. The baseline LLM, provided with in-context
examples, research framing definitions, and paper
context, achieves Jaccard scores of 21.89% (val-
idation) and 28.45% (test) for AFC, and 16.79%
for HS. This highlights the task’s complexity, as it
requires synthesizing multiple epistemic elements
and reasoning over their connections. Augmenting
the LLM with ranking-based explanations signif-
icantly improves performance, yielding gains of
6-7% in AFC and nearly 15% in HS . This sug-
gests that structured guidance through determinis-
tic research framing ranking explanations enhances
inference, particularly in hate speech detection.

AFC HS
Validation Test |
Baseline 21.89 £2.08 28.45+1.40 | 16.79 +1.27
System  30.67 + 1.44 34.86 + 1.05 | 31.37 = 1.70

Table 4: Jaccard score for research framing classifica-
tion with 95% confidence intervals over 15 runs. Base-
line uses an LLM with in-context examples, research
framing definitions, and context, while System builds
on this by incorporating rankings from our pipeline.

Table 5 reports per-research framing F-scores
alongside ranking scores from Step 2. Performance
gains strongly correlate with fMRR—higher rank-
ing accuracy leads to greater classification. Only
two research framings with sufficient samples show
declines: Assisted Media Consumption (AFC) and
Vague Data Analysis (HS). A closer examination re-
veals that deterministic rules struggle with context-
dependent research framings like Vague Data Anal-
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General Framing Domain Framing AFC \ HS
ﬂvlRRsys Flbase Flsys t.N[RRsys Flbase Flsys
(Step 2) (Step 3) (Step 3) (Step 2) (Step 3) (Step 3)
Automated external 17 41.56 35.14 £2.70  50.50 +2.28 | - - - -
Automated deployment .
fact-checking
Automated content  — - - 5 51.67 10.27 £7.01 27.97 £9.41
moderation
. Assisted external 17 35.93 4411 +£2.12 5679 +2.34 | - - - -
Assistive deployment .
fact-checking
Assisted internal 2 56.25 1222 £12.94 2648 £10.99 | — - - -
fact-checking
Assisted  content — - - 4 100.00  19.71 £1.31 2499 +2.84
moderation
Knowledge curation Assisted knowledge 6 91.67 40.21 +£4.73 6217 +3.46 | - - - -
curation
Knowledge exploration Scientific curiosity 5 52.41 1892 £426 20.24+2.53 | 16 47.43 34.60 +3.62 48.84 +2.96
Adversarial re- 1 50.00 46.00 £ 6.09 72.67 £ 1095 | - - - -
search
Governance Law enforcement 1 100.00  100.00 = 0.00 100.00 £ 0.00 | — - - -
Assisted media con- 4 36.58 26.23 £ 4.50 18.92 £3.02 | — - - -
Other sumption
Automated content 1 14.29 18.16 + 6.93 0.00 £ 0.00 - - - -
moderation
LLM safety - - - 2 100.00  55.56 £4.12 63.11 +7.53
Vague deployment Vague debunking 11 71.27 18.17 £5.89 31.86 +1.63 | — - - -
Vague moderation ~ — - - - 7 41.90 3.64 £3.81 14.80 +5.69
Vague identification Vague identifica- 25 54.82 23.86 £ 4.64 4497 £2.01 | 34 51.30 292+285 3579+ 1.64
tion
Vague opposition Vague opposition 13 21.50 223 +£234 4.35+3.23 0 - - -
Other Vague data analysis  — - - 8 24.94 61.53 £3.35 4491 +4.03
Underspecified 49 - 3470 £4.07 5891221 | 49 - 631542250 69.93 +2.70
framing

Table 5: Research framing ranking and classification results in AFC and HS. C: Count. fMRR;,;: fMRR reporting
system performance for ranking (step 2). Flpgse: classification with baseline LLM. Flgy: classification with
baseline LLM incorporating rule-based rankings. 95% confidence intervals are from 15 runs.

ysis, which require reasoning about missing con-
nections between means and ends. The LLM
mitigates this by integrating context and reason-
ing to differentiate overlapping research framings.
Nonetheless, most research framings benefit sig-
nificantly from ranking-based explanations, with
Vague Identification improving by over 20% in
AFC and over 30% in HS. Clear research framings
(top) also show important gains.

To evaluate the impact of confidence levels in re-
search framing ranking justifications on the LLM’s
final classification, we analyze research framing
retention rates. We find that 85.26% of research
framings with high likelihoods (-1 to 0) are in-
cluded in the final predictions, while 44.64% of
medium-likelihood research framings are retained.
In contrast, only 8.47% of the low-likelihood re-
search framings are kept. This suggests that while
the LLLM considers confidence scores, it does not
rely on them entirely and applies its own reasoning
in the final classification. Finally, the system ex-
cels at detecting underspecified research framings,
achieving F-scores of 58.91% (AFC) and 69.93%
(HS) with precision rates of 76.16% and 86.24%.

6 Automated analysis of AFC literature

We apply our system to 102 automated fact-
checking papers published between January 2023
and December 2024, to identify emerging trends
(see Appendix D for distribution details).

Compared to Schlichtkrull et al. (2023), we ob-
serve a rise in Scientific Curiosity framings, driven
by the growth of papers analyzing LLM capabili-
ties in fact-checking. The model classifies works
like Hu et al. (2024)—focused on evaluating LLM
factual reasoning—as scientific curiosity, noting:
“The primary goal is to understand LLM limitations,
a purely scientific endeavor.” Papers introducing
datasets or benchmarks are similarly grouped un-
der Scientific Curiosity, reflecting an emphasis on
knowledge development over deployment.

We also observe a rise in Vague Debunking fram-
ings and a decline in Vague Opposition. The former
describes papers that propose automated debunk-
ing without clarifying whether models support or
replace human fact-checkers; the latter presents a
broad goal without specifying how model outputs
are used to achieve it. While our system reliably
detects underspecification, it sometimes defaults to
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Vague Debunking due to its broader scope—e.g., in
Chamoun et al. (2023), it correctly identifies ambi-
guity in deployment but infers intended use based
on model design, leading to misclassification.

Furthermore, we observe a shift from fully auto-
mated fact-checking (22.0% in Schlichtkrull et al.
(2023) vs. 7.8% in our study) toward human-
assisted systems (18.0% vs. 27.5%), reflecting
growing awareness of LLM limitations. At the
epistemic element level, supplant human fact-
checkers drops sharply (24.0% — 3.9%), while
identifying misleading claims for human review
rises (36.0% — 55.9%). More papers aim to gen-
erate justifications (9.0% — 21.6%), supporting
the trend of Al as assistive, not autonomous.

7 Conclusion

In this work, we first proposed a generalizable
research framing schema to support consistent in-
terpretation of research intent across NLP domains,
then introduced an automated framework for ex-
tracting epistemic elements and inferring framings.
To assess generalization, we annotated 49 HS pa-
pers and found our system outperforms a strong
in-context LLM baseline in both AFC and HS. We
applied the framework to 102 recent AFC papers
to demonstrate its use for scalable literature analy-
sis—revealing a shift toward human-assisted sys-
tems, a rise in underspecified framings, and greater
emphasis on justification generation. Future work
will explore automated framing and epistemic ele-
ment discovery in new domains to further stream-
line NLP research analysis.
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Limitations

While our study introduces an automated frame-
work for meta-analyses in NLP research, we ac-
knowledge the following:

* Scope of defined research framings — The
predefined research framings, derived manu-

ally by domain experts from several papers,
provide a strong foundation. However, they
may not fully capture the evolving perspec-
tives and emerging trends within the field.

* Generalizability of conclusions — Our find-
ings reveal important trends, such as the
prevalence of underspecified research fram-
ings. However, given that our analysis does
not cover all NLP papers on automated fact-
checking and hate speech detection, these in-
sights should be viewed as well-informed es-
timates—mnot definitive claims. Nonetheless,
they offer a strong starting point for under-
standing broader trends in research framing.

* Tool accuracy — While our model is effective
at identifying underspecified research fram-
ings, achieving a precision of 76.16% in fact-
checking and 86.24% in hate speech detection,
we acknowledge that, as any other automated
framework, it still makes mistakes. Individ-
ual misclassifications can occur, though large-
scale trends remain informative.

* Appropriate use cases — The tool is designed
primarily for scalable analyses of new sub-
fields (where small errors cancel out in aggre-
gate analyses) and writing assistance (offer-
ing feedback for authors on the writing, akin
to systems such as SWIF2T (Chamoun et al.,
2024)). It is not intended for peer review
or paper acceptance decisions, as it is not
precise enough to make definitive judgments
about research quality. Furthermore, our aim
is not to prescribe how research should be
framed, but to surface and clarify existing
framings—whether practical, exploratory, or
societal—to support reflection on how NLP
contributions are positioned and interpreted.

* Human oversight — Automation enhances
scalability but does not replace expert judg-
ment. The tool should be used as a supple-
mentary resource, requiring human review in
critical applications.

Despite these limitations, our approach provides
valuable insights into NLP research trends and can
serve as a promising writing assistant, supporting
both large-scale analysis and research framing re-
finement.
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Ethical considerations

Our study analyzes publicly available NLP re-
search papers to examine how they frame the in-
tended use of their artefacts. All data used, in-
cluding annotated excerpts, is drawn from these
publications and included in our supplementary
materials. Since we focus on textual analysis of
already public documents, we do not anticipate
ethical concerns. However, if any author requests
that specific excerpts from their work be removed
from our dataset or repository, we will comply im-
mediately.
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A List of Epistemic Elements and
Research Framings

For clarity and completeness, we list below the full
set of canonical labels used in epistemic element
extraction and research framing classification. For
AFC, these labels are drawn from Schlichtkrull
et al. (2023); full definitions can be found in their
original paper. For HS, we introduce a new set of
canonical labels, defined specifically for this study.
Detailed descriptions of each label are provided in
Appendix E.

A.1 Fact-checking

Epistemic Elements

* Data Subjects:
professional journalists, citizen journalists,
social media users, technical writers, pub-
lic figures/politicians, product reviewers, sus-
pects

« Data Actors:
publishers, professional journalists, product
reviewers, citizen journalists, scientists, me-
dia consumers, technical writers, engineers
and curators, law enforcement, algorithm

* Model Owners:
social media companies, law enforcement, sci-
entists, professional journalists

Modeling Means:

classify/score veracity, classify/score stance,
evidence retrieval, justification/explanation
production, corpora analysis, human in the
loop, generate claims, triage claims

Application Means:

identify claims, triage claims, supplant hu-
man fact-checkers, gather and present evi-
dence, identify multimodal inconsistencies,
automated removal, provide labels/veracity
scores, provide aggregates of social media
comments, filter system outputs, maintain con-
sistency with knowledge base, analyse data,
produce misinformation, vague persuasion

Epistemic Ends:

limit misinformation, limit ai-generated mis-
information, increase veracity of published
content, develop knowledge of NLP/language,
avoid biases of human fact-checkers, detect
falsehood for law enforcement

Research Framings

* adversarial research, assisted external fact-
checking, assisted internal fact-checking, as-
sisted knowledge curation, assisted media
consumption, automated content moderation,
automated external fact-checking, scientific
curiosity, truth-telling for law enforcement,
vague debunking, vague identification, vague
opposition

A.2 Hate Speech Detection

Epistemic Elements

» Data Subjects:
Jjournalists, social media users, public fig-
ures/politicians, product reviewers, modera-
tors, media consumers

Data Actors:

social media moderators, social media com-
panies, scientists, media consumers, engi-
neers and curators, law enforcement, algo-
rithm

Model Owners:
media companies, social media companies,
law enforcement

Modeling Means:

classify/score posts/text, provide justifications,
human in the loop, corpora analysis, data
collection

Application Means:

identify toxic content, supplant human moder-
ators, gather and present justification, auto-
mated removal, provide labels/toxicity scores,
filter system outputs, analyse data, vague per-
suasion, generate counter narratives

Epistemic Ends:

fight hate, counter hate, limit ai-generated
toxicity/misinformation, develop knowledge
of NLP/language, avoid biases of human mod-
erators, detect hate/falsehood for law enforce-

ment
Research Framings

* assisted content moderation, assisted knowl-
edge curation, automatic content modera-
tion, LLM safety, scientific curiosity, truth-
telling for law enforcement, vague data anal-
ysis, vague identification, vague moderation,
vague opposition
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B Epistemic element extraction

B.1 Semantic clustering via NLI validation

Samples Automated Fact-Checking Hate Speech
Overall DS DA MO MM EN | Overall DS DA MO MM EN
1 68.18  82.12 68.32 9690 52.25 67.81 | 69.59 7038 67.04 96.82 59.24 69.19
3 70.17 8321 71.11 9690 5476 7144 | 7234 7412 71.82 97.13 60.09 72.05
5 71.59 8429 72.65 97.02 56.61 7393 | 7252 74.68 71.84 96.82 60.84 73.11
8 72.12  84.73 7397 9745 5629 73,50 | 73.80 73.78 7274 9777 62.09 74.76
10 73.76 86.19 7744 97.77 56.21 7896 | 76.76 77.74 76,13 96.60 69.84 74.04

Table 6: Filtered MRR (%) for each epistemic element across sample sizes. DS = Data Subjects, DA = Data Actors,
MO = Model Owners, MM = Model Means, AM = Application Means, EN = Epistemic Ends.

C Research Framing Ranking

C.1 Logical mappings
C.1.1 Automated fact-checking

Adversarial Research:

Data actors: scientists
A Model means: generate claims

A Application means: produce misinformation

Assisted External Fact-checking:

\/{Data subjects: All except professional journalists, citizen journalists, technical writers}
A \/{Data actors: professional journalists, citizen journalists, technical writers}
A \/{Application means: All except supplant human fact-checkers, not specified }

A \/{Ends: limit misinformation, limit Al-generated misinformation}

Assisted Internal Fact-checking:

\/{Data subjects: professional journalists, citizen journalists, technical writers}
A \/{ Data actors: professional journalists, citizen journalists, technical writers}
A \/{Application means: All except supplant human fact-checkers, not specified }

A \/{Ends: increase veracity of published content, limit misinformation}

Assisted Knowledge Curation:

\/{Data actors: engineers and curators, Application means: filter system outputs}

A \/{Model means: classify/score veracity, evidence retrieval, human in the loop}

A Ends: increase veracity of published content
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Assisted Media Consumption:

(Data subjects: social media users A\ Model owners: social media companies
\/ A \/{Application means: vague persuasion, Ends: limit misinformation}),

Data actors: media consumers

Automated Content Moderation:

(Data subjects: social media users A\ Data actors: algorithm
\/ A Model owners: social media companies),

Application means: automated removal

Automated External Fact-checking:

Application means: supplant human fact-checkers

Scientific Curiosity:
(Data actors: scientists A Model owners: scientists)
V Ends: develop knowledge of NLP/language
Vague Debunking:

Data actors: not specified

A \/{Model means: evidence retrieval, classify/score vemcity}

A \/{Application means: gather and present evidence, provide labels/veracity scores}

Vague Identification:

Data actors: not specified

A Application means: identify claims

Vague Opposition:

Application means: not specified

A \/{Ends: limit misinformation, limit Al-generated misinformation}
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C.1.2 Hate Speech Detection
Assisted Content Moderation:

\/ {Model means: human in the loop, }

Data actors: social media moderators

Assisted Knowledge Curation:

Application means: filter system outputs

A Data actors: engineers and curators

Automatic Content Moderation:
Application means: supplant human moderators,
\/ Application means: automated removal,

Application means: generate counter narratives

LLM Safety:

Ends: limit Al-generated toxicity/misinformation

Scientific Curiosity:

Data actors: scientists,
\/ Application means: analyze data, p N\ Ends: develop knowledge of NLP/language

Model means: corpora analysis

Truth-telling for Law Enforcement:

Data actors: law enforcement

A Ends: detect hate/falsehood for law enforcement

Vague Data Analysis:

Application means: analyze data,
\/ Model means: corpora analysis,

Model means: data collection
A Ends: fight hate

Vague Identification:

Data actors: not specified

A Application means: identify toxic content

Vague Moderation:

Data actors: social media moderators,
\/ Data actors: social media companies,
Model owners: social media companies

A Data subjects: social media users

A \/ {Application means: All except supplant human moderators, automated removal}

A \/ {Model means: All except human in the loop}
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Vague Opposition:

Application means: not specified
A Ends: fight hate

C.2 Logical rule derivation example

e )
application_means_identify_claims <= 0.03
gini = 0.864
class = vague identification

Fals[ef %True

application_means_supplant_human_
fact_checkers <= 0.177
gini = 0.85
class = automated external fact-checking

ZEERN ZEEN

gini = 0.341

data_actors_not_specified <= 0.195
class = vague identification

| Application means: identify claims

VAGUE IDENTIFICATION

‘ Data actors: not specified

Figure 3: Example illustrating how the logical rule for Vague Identification is derived from the decision tree.
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Figure 4: Distribution of research framings identified by
human annotators in our collected hate speech detection
papers.
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Figure 5: Comparison of the distribution of research
framings in our analysis (2023 onwards) and that of
Schlichtkrull et al. (2023) (until 2023).

E Hate Speech Annotation Guidelines

To investigate the epistemology of hate speech de-
tection and related tasks (e.g. bias in hate speech),
we annotate the research framings of 49 research
papers.

We adopt a two-step annotation process: (1)
paragraph-level annotation to identify excerpts re-
lated to the paper’s goals and methods, labeling

data subjects, data actors, model means, applica-
tion means, and epistemic ends; and (2) discourse-
level annotation to infer the underlying research
framings.

Our goal is to examine whether the means pro-
posed in these research framings can realistically
achieve the intended aims.

E.1 Paper Selection

We collect 49 research papers focused on hate
speech detection and related tasks (e.g., bias in
hate speech). Annotations are extracted from intro-
ductions and abstracts.

Initially, we annotated a small subset of papers
based on predefined criteria. We refined category
definitions through discussion, resolved label in-
consistencies, and conducted a final annotation
round to ensure consistency.

E.2 Annotation Criteria

We analyze each paper’s introduction and abstract,
structuring epistemic research framings at two lev-
els: (1) paragraph-level categorization and (2) re-
search framing extraction.

E.2.1 Paragraph-Level Annotation

At this level, we extract modeling and applica-
tion means, epistemic goals, data actors, and data
subjects. These elements are then combined into
discourse-level research framings, e.g.:

“Social media moderators (actor) should use
a classification model (modeling means) to triage
posts (application means) from social media users
(data subjects) to moderate online content (goal).”

Our annotation process follows an inductive ap-
proach: we begin with a predefined set of cate-
gories based on an initial pilot study. If, during
annotation, we encounter means, ends, actors, or
research framings that do not fit existing categories,
we introduce new ones. We use a multi-label ap-
proach, as paragraphs and discourses may refer-
ence multiple categories.

E.2.2 Quotes

We extract epistemic quotes relevant to the paper’s
research framings, focusing on the why and what.
Quotes are primarily sourced from the introduc-
tion; missing information is supplemented from
the abstract.

E.2.3 Data Subjects

Entities whose texts are analyzed or moderated:
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* Social media users

* Journalists

* Public figures/politicians
* Product reviewers

e Media consumers

Social Media Users Includes anonymous con-
tributors to social media, excluding explicitly pub-
lic figures.

Journalists Covers professional journalists and
online publishers but excludes amateur journalists.

Public Figures/Politicians Includes public fig-
ures such as politicians, actors, or influencers.

Product Reviewers Individuals posting reviews
on platforms like Amazon or Trustpilot.

Media consumers End-users consuming content
verified or enhanced by model outputs.

E.2.4 Data Actors

Entities intended to act on model outputs:
* Social media moderators
* Social media companies
* Scientists
* Media consumers
* Engineers and curators
* Law enforcement
* Algorithm

Social Media Moderators Individuals em-
ployed to moderate social media content. Appli-
cable only when explicitly stated that humans will
act on model outputs.

Social Media Companies Covers broader
company-level decisions, including automated in-
terventions based on model outputs.

Scientists Includes researchers who analyze
model outputs for scientific research rather than
direct intervention.

Media Consumers General users who encounter
model outputs in content filtering systems.

Engineers and Curators Covers those main-
taining curated knowledge repositories such as
Wikipedia.

Law Enforcement Includes police, intelligence
agents, or legal professionals utilizing model out-
puts.

Algorithm Refers to fully automated systems
that act on model outputs without human oversight.

E.2.5 Model Owners

Entities responsible for owning or deploying the
models:

* Media companies
* Social media companies
* Law enforcement

Media Companies Includes journalists and fact-
checkers working for professional organizations.

Social Media Companies Covers engineers and
executives responsible for deploying moderation
systems.

Law Enforcement Includes agencies using
model outputs for investigative or judicial pur-
poses.

E.2.6 Modeling (ML) Means
The technical approach proposed in the paper:

* Classify/score posts or text
* Provide justifications

* Corpora analysis

* Data collection

* Human-in-the-loop

Classify/Score Posts or Text When the paper
proposes classifying posts (e.g., hate vs. non-hate,
toxic vs. non-toxic) or using classifier-generated
scores.

Provide Justifications When the paper proposes
generating explanations or justifications to support
its goal (epistemic ends).

Corpora Analysis When the methodology in-
volves analyzing datasets or performing large-scale
linguistic analysis.

25329



Data Collection When the paper focuses on col-
lecting new datasets to address a specific problem.

Human-in-the-Loop When human actors are
integrated into the model’s workflow, either as
decision-makers or contributors.

E.2.7 Application Means
How the model is applied:

¢ Identify toxic content

* Supplant human moderators

* Gather and present justifications
* Automated removal

* Provide labels or toxicity scores
* Filter system outputs

* Analyze data

* Vague persuasion

* Generate counter narratives

Identify Toxic Content ML models should iden-
tify harmful or offensive content from large vol-
umes of online posts.

Supplant Human Moderators Fully or partially
replace human moderators by automating content
moderation. If a human-in-the-loop approach is
intended, this label is not applied.

Gather and Present Justifications ML models
should generate and present relevant justifications
for why a post is harmful.

Automated Removal ML models should au-
tonomously remove posts from social media or
other platforms without human intervention.

Provide Labels or Toxicity Scores ML models
should assign toxicity labels or scores to content.
The target audience could be either users or plat-
form administrators.

Filter System Outputs ML models should act
as filters to ensure that outputs from other models
(e.g., LLMs) are free from toxicity or misinforma-
tion.

Analyze Data Models and datasets should be
used for research purposes, such as understanding
the spread of hate speech or toxicity.

Vague Persuasion ML models should influence
users’ perspectives through mechanisms such as
warning labels or counter-narratives, though the
exact approach is unspecified.

Generate counter narratives : If the excerpt
explicitly mentions that the released artefacts are
designed to produce responses or statements aimed
at refuting, mitigating, or opposing harmful or hate-
ful content (e.g., generating automated replies to
hate speech).

E.2.8 Epistemic Ends

The overarching goal of the research:

* Fight hate

* Counter hate

* Limit Al-generated toxicity

* Develop knowledge of NLP/language
* Avoid biases of human moderators

e Detect hate for law enforcement

Fight Hate The ultimate aim is to reduce the
spread or influence of hate speech.

Counter Hate The goal is to challenge stereo-
types and harmful narratives.

Limit AI-Generated Toxicity The objective is
to mitigate the risks of Al-generated harmful or
toxic content.

Develop Knowledge of NLP/Language Re-
search is conducted to better understand language
structures and improve NLP models.

Avoid Biases of Human Moderators The aim
is to develop moderation systems that overcome
human biases.

Detect Hate for Law Enforcement The model
is intended for use in legal or law enforcement
contexts, such as aiding police investigations or
courtroom decisions.

E.2.9 Important Note

We rely strictly on explicit statements in extracted
quotes, avoiding inferred or implied meanings.
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Research Framings | Ordinal Class

Vague Opposition -3
Vague Identification -2
Vague Moderation -1

Law Enforcement
Scientific Curiosity
Automatic Content Moderation
Assisted Content Moderation
Assisted Knowledge Curation

WO =O

Table 7: Ordinal classes for research framings: under-
specified research framings have negative values.

E.3 Research Framings

At the discourse level, we extract the epistemic re-
search framings present in the paper. We envision
research framings as discourse structures combin-
ing the (modeling/application) means, ends, data
actors, and data subjects extracted at the paragraph
level.

LLM Safety The paper mentions limiting toxic
publishes or generated content as an end.

Vague Identification The paper mentions iden-
tifying or detecting toxic posts as the means, and
fighting hate as the end. However, it is not clear
how the authors intend to accomplish that end us-
ing proposed means. Typically, there are no data
actors — it is also not clear who should act on the
model predictions.

Vague Moderation When the paper proposes to
assist the moderation process without explaining
how. It is clear that the mechanism is supposed to
follow what moderators are currently doing, but
not where or how the ML model will be used in
this process. Furthermore, it is unclear whether
the entire process will be automated. For example,
the paper may suggest that a model should be used
by moderators, but it is not clear how the model
assists in that. A common warning sign is a mis-
match between ML means and application means:
classification is not really useful for moderators (or
social media users), and so papers suggesting to
use those either to assist or automate moderation
are often not clear in how.

Vague Opposition Restricted to cases without
any application means (model means and no appli-
cation means in contrast to vague identification and
vague debunking). E.g. a machine learning/auto-
mated system will reduce the spread of misinfor-

mation.

When the paper presents a research framing of
vague opposition to misinformation. The end is
to limit the spread or influence of misinformation,
and the ML means are, for example, to classify
claims. However, the connection between means
and ends is left unmentioned, and epistemic ac-
tors are typically entirely absent. An impression
is given that the development of automated fact-
checking will limit the spread of misinformation,
but the link between the two is left unstated.

Assisted Content Moderation If the paper pro-
poses the deployment of automated moderation as
a tool to assist content moderators on social me-
dia platforms. Here, the end is to fight hate on
social media platforms, the means are to provide
suggestions for posts to delete (along with, poten-
tial justifications/explanations), and the actors are
human moderators who make the final choice on
whether posts should be deleted or not.

Automatic Content Moderation If the paper
analysed proposes a similar content moderation
strategy, but instead of assisting human moderator,
it suggests replacing them entirely. In this case, the
end is to fight hate online, the means are to deploy
classifiers to flag posts and remove any labelled
offensive, and the actors are the executives and
engineers at social media companies who deploy
and make decisions about such systems.

Assisted Knowledge Curation When the anal-
ysed paper proposes toxic content detection pri-
marily as a component filtering the information
kept in some curated knowledge vault, including
graph-based knowledge bases as well as text-based
collections such as Wikipedia. Here, the end is to
avoid toxicity/stereotypical content of the knowl-
edge vault, the means are to use automated fact-
checking as an additional toxic content filter layer
that prevents disputed content from being added
(or interrogates already added content), and the
actors are typically the engineers who maintain the
knowledge base.

Scientific Curiosity When the authors of the
analysed paper justified their projects purely on
the basis of scientific curiosity. While differing
strongly from the other research framings pre-
sented here, this is still a virtue epistemological
research framing, concerned with the production
of good knowledge. Here, the end is to increase
scientific knowledge of semantics; the means are to
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learn how to build automated systems that mimic
human moderators, a process theorised to yield
knowledge about the construction of meaning; and
the actors are scientists in natural language pro-
cessing and adjacent fields.

Vague Data Analysis When the authors of the
analysed paper justify their data analysis on the
basis of scientific curiosity but also claim that the
end goal is to fight hate without a clear explanation
about how to achieve this.

F Prompts

F.1 Epistemic Element Extraction: Hate
speech detection

You will be provided with the introduction of a
computer science research paper on hate speech de-
tection and related tasks to understand the broader
context of the study. Afterward, you will be given
a specific excerpt from the paper. Your task is to
answer the question based solely on the specific
excerpt while considering the broader context pro-
vided in the introduction.

Introduction: {introduction}

Specific Excerpt: {excerpt}

F.1.1 Data Subjects

Task: Identify the data subjects explic-
itly mentioned by the authors in the pro-
vided excerpt. Data subjects are individ-
uals or entities that the authors explic-
itly identify as the intended targets of
the artefacts released in this study. Your
answer should be based solely on the
provided excerpt.

Key Rules:

1. Explicit mention only: Consider
only data subjects explicitly named
or described in the excerpt.

2. Focus on the released artefacts:
Differentiate between general back-
ground information and what the
authors specifically propose.

3. Default to ’not specified in this
paragraph’: If no data subjects are
explicitly mentioned, respond ac-
cordingly.

4. Consider the big picture: Identify
who the authors envision as targets
for their released artefacts.
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Question: Based on the provided ex-
cerpt and using the provided labels, who
are the explicitly mentioned data sub-
jects?

You will select the single most appropri-
ate label that answers the question. Pro-
vide reasoning then choose only from
the following list:

» Journalists: If the excerpt explic-
itly mentions that the released arte-
facts are designed to be applied on
statements from journalists, includ-
ing online publishers.

* Social media users: If the ex-
cerpt explicitly mentions that the
released artefacts are designed to
be applied on statements from con-
tributors to social media platforms,
excluding public figures. This in-
cludes commenters on forums as
well as, e.g., Twitter users. Simi-
larly, editors of Wikipedia and other
collaborative writing projects fall
under this category as well.

* Public figures/politicians: If the
excerpt explicitly mentions that the
released artefacts are designed to
be applied on statements from pub-
lic figures like politicians or actors.
These statements could be from me-
dia releases, interviews, speeches,
or similar.

* Product reviewers: If the ex-
cerpt explicitly mentions that the
released artefacts are designed to
be applied on statements from indi-
viduals reviewing products on plat-
forms like Amazon or Trustpilot.

* Media consumers: If the excerpt
explicitly mentions that the re-
leased artefacts are expected to be
applied on statements by end-users
consuming content verified or en-
hanced by model outputs.

If none of these labels apply, respond
with "not specified in this paragraph.”

F.1.2 Data Actors

Task: Identify the data actors explic-
itly mentioned in the provided excerpt.



Data actors are individuals or entities ex-
pected to act on or utilize the artefacts
released in this study.

Key Rules:

1. Explicit mention only: Consider
only explicitly named data actors.

2. Focus on the released artefacts:
Ensure relevance to the specific
artefacts described in the excerpt.

3. Default to ’not specified in this
paragraph’: If no data actors are
explicitly mentioned, respond ac-
cordingly.

4. Consider the big picture: Identify
who the authors expect to act on the
model outputs.

Question: Based on the provided ex-
cerpt and using the provided labels, who
are the explicitly mentioned data actors?

Identify the individuals or entities ex-
pected to act on the model outputs in
the excerpt.

Possible Labels:

* Social media moderators: If the
excerpt explicitly mentions that the
released artefacts are expected to
be utilized by individuals hired to
moderate social media spaces, i.e.,
explicitly stated that a human em-
ployee should act on model outputs.

* Social media companies: If the ex-
cerpt explicitly mentions that the
released artefacts are expected to
be utilized by social media compa-
nies, including engineers working
to maintain the network. This is
applicable when decisions should
be made based on model outputs or
when it is unclear.

* Scientists: If the excerpt explicitly
mentions that the released artefacts
are expected to be utilized by re-
searchers using model outputs for
scientific analysis or experiments.
E.g., to analyze data with the ex-
press purpose of learning some-
thing about it, not acting on the
model decisions.

* Media consumers: If the excerpt
explicitly mentions that the re-
leased artefacts are expected to
be utilized by end-users consum-
ing content verified or enhanced
by model outputs. Only applica-
ble when the consumer is directly
understood (possibly implicitly) to
use the system, e.g., in the form of
a browser extension. The decision
to use the outputs of the tool must
be in the hands of the consumer.

* Engineers and curators: If the ex-
cerpt explicitly mentions that the re-
leased artefacts are expected to be
utilized by maintainers of knowl-
edge bases integrating model out-
puts.

* Law enforcement: If the excerpt
explicitly mentions that the re-
leased artefacts are expected to be
utilized by agents using model out-
puts in investigations or legal pro-
cesses.

 Algorithm: If the excerpt explicitly
mentions that the released artefacts
are expected to be utilized by au-
tomated systems acting directly on
model outputs without human inter-
vention. E.g., remove posts based
on the model’s predictions.

If none of these labels apply, respond
with "not specified in this paragraph.”

F.1.3 Model Owners
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Task: Identify the model owners explic-
itly mentioned by the authors in the pro-
vided excerpt. Model owners are entities
responsible for controlling or maintain-
ing the artefacts released in this study.

Key Rules:

1. Explicit mention only: Con-
sider only model owners explicitly
named in the excerpt.

2. Focus on the released artefacts:
Do not assume ownership unless
explicitly stated.

3. Default to ’not specified in this
paragraph’: If no entities are ex-
plicitly mentioned as owners, re-
spond accordingly.



4. Consider the big picture: Identify
the responsible institutions or orga-
nizations.

Question: Based on the provided ex-
cerpt and using the provided labels, who
are the explicitly mentioned model own-
ers?

Determine the entities responsible for
maintaining the model.

Possible Labels:

* Media companies: If the excerpt
explicitly mentions that the re-
leased artefacts are expected to
be owned by journalists and hate
speech detection entities working
for professional (non-amateur) me-
dia companies.

* Social media companies: If the ex-
cerpt explicitly mentions that the
released artefacts are expected to
be owned by organizations main-
taining social platforms and using
models for moderation, including
the engineers working to maintain
the social network.

* Law enforcement: If the excerpt
explicitly mentions that the re-
leased artefacts are expected to be
owned by agencies employing mod-
els for investigations and truth veri-
fication.

If none of these labels apply, respond
with "not specified in this paragraph."

F.1.4 Modeling (ML) Means

Task: Identify the modeling means ex-
plicitly mentioned in the provided ex-
cerpt. Modeling means refer to the spe-
cific machine learning methods or strate-
gies proposed by the authors.

Key Rules:

1. Explicit mention only: Consider
only modeling methods explicitly
named in the excerpt.

2. Focus on the released artefacts:

Do not infer methods unless explic-
itly stated.

3. Default to ’not specified in this
paragraph’: If no methods are ex-
plicitly mentioned, respond accord-
ingly.

4. Consider the big picture: Identify
the modeling strategies used in the
study.

Question: Based on the provided ex-
cerpt and using the provided labels, what
are the explicitly mentioned modeling
means?

Identify the machine learning methods
proposed in the excerpt.

Possible Labels:

* Classify/score posts/text: If the ex-
cerpt explicitly mentions that the re-
leased artefacts involve classifying
posts (hate/toxic and non-hate/non-
toxic etc.) or using the scores re-
turned by the classifier.

* Provide justifications: If the ex-
cerpt explicitly mentions that re-
leased artefacts involve generating
explanations for model decisions to
reach its goals (ends).

* Human in the loop: If the excerpt
explicitly mentions that released
artefacts involve including human
oversight in the solution or main
process described in the paper.

* Corpora analysis: If the excerpt
explicitly mentions that released
artefacts involve using data analyt-
ics or analyzing datasets for pat-
terns or insights.

* Data collection: If the excerpt
explicitly mentions that released
artefacts involve collecting data to
solve a given problem.

If none of these labels apply, respond
with "not specified in this paragraph.”

F.1.5 Application Means
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Task: Identify the application means
explicitly mentioned by the authors in
the provided excerpt. Application means
refer to the concrete, actionable uses of
the artefacts released in the study.

Key Rules:



1. Explicit mention only: Consider
only application means explicitly
described in the excerpt.

2. Focus on the released artefacts:
Differentiate between general dis-
cussion and specific proposals.

3. Default to ’not specified in this
paragraph’: If no application
means are mentioned, respond ac-
cordingly.

4. Consider the big picture: Identify
how the authors envision their arte-
facts being applied.

Question: Based on the provided ex-
cerpt and using the provided labels, what
are the explicitly mentioned application
means?

Identify the concrete application of the
model.

Possible Labels:

* Identify toxic content: If the ex-
cerpt explicitly mentions that re-
leased artefacts would be leveraged
to detect potentially harmful/offen-
sive posts on the Internet.

* Supplant human moderators: If
the excerpt explicitly mentions that
released artefacts would be lever-
aged to replace human moderators
entirely or at least partially by au-
tomatically and independently han-
dling some content in real-world
scenarios.  If the intention is
a human-in-the-loop system, sup-
planting human moderators is not
the means.

* Gather and present justification:
If the excerpt explicitly mentions
that released artefacts would be
leveraged to find relevant justifica-
tion for why a post is harmful, with
the aim of showing it to a human.

* Automated removal: If the excerpt
explicitly mentions that released
artefacts would be leveraged to au-
tomatically delete or hide claims
identified as false, harmful, or in
violation of platform policies.

* Provide labels/toxicity scores: If
the excerpt explicitly mentions that
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released artefacts would be lever-
aged to assign toxicity scores, la-
bels, or indicators to individual
claims and show them to users/hu-
man annotators.

Filter system outputs: If the ex-
cerpt explicitly mentions that re-
leased artefacts would be leveraged
to refine or validate the outputs of
other machine learning systems to
improve accuracy or alignment.

Analyze data: If the excerpt ex-
plicitly mentions that released arte-
facts would be leveraged to exam-
ine and study patterns or trends in
datasets of content related to toxic-
ity or hate speech detection to get a
better understanding of how hate/-
toxicity spreads.

Vague persuasion: If the excerpt
explicitly mentions that released
artefacts would be leveraged to in-
fluence user decisions or beliefs
(e.g., through warning labels) with-
out specifying the exact method of
persuasion.

Generate counter-narratives: If
the excerpt explicitly mentions that
the released artefacts are designed
to produce responses or statements
aimed at refuting, mitigating, or op-
posing harmful or hateful content
(e.g., generating automated replies
to hate speech).

If none of these labels apply, respond
with "not specified in this paragraph.”



F.1.6 Ends
Task:

Identify the ends explicitly mentioned
by the authors in the provided excerpt.
The ends represent the ultimate goals or
outcomes of the released artefacts.

Key Rules:

1. Explicit mention only: Consider
only explicitly mentioned goals or
outcomes.

2. Focus on the released artefacts:
Do not assume end goals unless ex-
plicitly stated.

3. Default to ’not specified in this
paragraph’: If no end goals are
mentioned, respond accordingly.

4. Consider the big picture: Identify
the broader societal or epistemic im-
pact.

Question: Based on the provided ex-
cerpt and using the provided labels, what
are the explicitly mentioned ends? De-
termine the ultimate goal of the study.

Possible Labels:

 Fight hate: If the excerpt explicitly
mentions that the ultimate goal of
the released artefacts would be to
prevent hate from spreading or to
limit its influence.

* Counter hate: If the excerpt explic-
itly mentions that the ultimate goal
of the released artefacts would be
to counter stereotypes and harmful
narratives.

* Limit Al-generated toxicity/mis-
information: If the excerpt explic-
itly mentions that the ultimate goal
of the released artefacts would be to
prevent Al-generated harmful/toxic
content from spreading.

* Develop knowledge of NLP/lan-
guage: If the excerpt explicitly
mentions that the ultimate goal of
the released artefacts would be to
advance understanding of language
and NLP methods. Authors would
be studying the difficult problem of
hate speech detection to learn more

about how language works and how
to build models that interpret se-
mantics.

* Avoid biases of human modera-
tors: If the excerpt explicitly men-
tions that the ultimate goal of the re-
leased artefacts would be to achieve
unbiased and consistent hate speech
detection.

* Detect hate/falsehood for law en-
forcement: If the excerpt explicitly
mentions that the ultimate goal of
the released artefacts would be to
enable law enforcement to identify
and act on hate speech.

If none of these labels apply, respond
with "not specified in this paragraph.”

F.2 Epistemic Element Extraction:
Automated Fact-checking

You will be provided with the introduction of a
computer science research paper on automated fact-
checking to understand the broader context of the
study. Afterward, you will be given a specific
excerpt from the paper. Your task is to answer the
question based solely on the specific excerpt while
considering the broader context provided in the
introduction.

Introduction: {introduction}

Specific Excerpt: {excerpt}

F.2.1 Data Subjects

Task: Identify the data subjects explic-
itly mentioned by the authors in the pro-
vided excerpt. Data subjects are the in-
dividuals or entities that the authors ex-
plicitly identify as the intended targets of
the artefacts released in this study. The
possible data subjects will be outlined
below, and your answer should solely be
based on the provided excerpt.

Key rules:

1. Explicit mention only: Consider
only data subjects explicitly named
or described in the excerpt. Do not
infer their presence unless they are
directly identified as targeted by the
released artefacts.
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2. Focus on the released artefacts:
Differentiate between general back-
ground information and what the
authors specifically propose. If
the authors discuss fact-checking
broadly or reference prior work, do
not assume relevance; focus solely
on the data subjects tied to the arte-
facts they release. For example, if
the text discusses fake news or its
impact, do not assume social me-
dia users are data subjects unless
explicitly mentioned as being the
intended targets. Similarly, if pol-
itics is mentioned, do not assume
politicians are data subjects unless
they are explicitly identified.

3. Default to ’not specified in this
paragraph’: If no data subjects are
explicitly mentioned or described
as targeted to use the released arte-
facts, respond with ''not specified
in this paragraph''.

4. Consider the big picture: The
goal is to automatically identify
who the authors envision as targets
for their released automated fact-
checking artefacts, if mentioned at
all. Consider the study’s broader
purpose and how it is represented
in the specific excerpt.

Question: Based on the provided ex-
cerpt and using the provided labels, who
are the explicitly mentioned data sub-
jects?

You will select the single most appropriate label

that answers the question. Provide reasoning then
choose only from the following list:

* Professional Journalists: If the excerpt ex-
plicitly mentions that the released artefacts are
designed to be applied on statements from pro-
fessional journalists, including fact-checkers.

* Citizen Journalists: If the excerpt explicitly
mentions that the released artefacts are de-
signed to be applied on statements from ama-
teur journalists or collectives working without
formal training.

* Social Media Users: If the excerpt explicitly
mentions that the released artefacts are de-

25337

signed to be applied on statements from con-
tributors to social media platforms, excluding
public figures.

Technical Writers: If the excerpt explicitly
mentions that the released artefacts are de-
signed to be applied on statements from writ-
ers of technical or scientific documents, in-
cluding legal professionals, to spot errors in
their articles before publication.

Public Figures/Politicians: If the excerpt ex-
plicitly mentions that the released artefacts
are designed to be applied on statements from
public figures like politicians or actors.

Product Reviewers: If the excerpt explic-
itly mentions that the released artefacts are
designed to be applied on statements from
individuals reviewing products on platforms
like Amazon or Trustpilot.

Suspects: If the excerpt explicitly mentions
that the released artefacts are designed to be
applied on statements from people under in-
vestigation or scrutiny, often in a legal or
forensic context.

If none of these labels apply, respond with "not
specified in this paragraph.”



F.2.2 Data Actors

Task: Identify the data actors explicitly men-
tioned in the provided excerpt. Data actors are
individuals or entities that the authors specifically
identify as expected to act on or utilize the artefacts
released in this study. The possible data actors will
be outlined below, and your answer should solely
be based on the provided excerpt.

Key rules:

1. Explicit mention only: Consider only data
actors explicitly named or described in the
excerpt. Do not infer their presence unless
they are directly identified as acting on the
released artefacts.

2. Focus on the released artefacts: Differen-
tiate between general background informa-
tion and what the authors specifically propose.
If the authors discuss fact-checking broadly
or reference prior work, do not assume rele-
vance; focus solely on the data actors tied to
the artefacts they release. For example, if the
text discusses fake news or its impact, do not
assume journalists, moderators, or consumers
are data actors unless explicitly mentioned as
acting on the model’s outputs. Similarly, if
a suspect or individual is mentioned, do not
assume they are a data actor unless explic-
itly described as targeted to interact with the
model.

3. Default to ’not specified in this paragraph’:
If no data actors are explicitly mentioned or
described as targeted to use the released arte-
facts, respond with '"'not specified in this
paragraph''.

4. Consider the big picture: The goal is to au-
tomatically identify who the authors envision
as actors for their released automated fact-
checking artefacts, if mentioned at all.

Question: Based on the provided excerpt and
using the provided labels, who are the explicitly
mentioned data actors?

You will select the single most appropriate label
that answers the question. Provide reasoning then
choose only from the following list:

* Publishers: If the excerpt explicitly mentions
that the released artefacts are expected to be
utilized by organizations or individuals that

distribute printed or online content, such as
books and comics.

* Professional journalists: If the excerpt ex-
plicitly mentions that the released artefacts are
expected to be utilized by professional jour-
nalists, including fact-checkers and reporters
to get model insights on their work.

* Product reviewers: If the excerpt explicitly
mentions that the released artefacts are ex-
pected to be utilized by reviewers providing
insights or opinions about products.

* Citizen journalists: If the excerpt explic-
itly mentions that the released artefacts are
expected to be utilized by amateur reporters
leveraging model outputs for investigative pur-
poses.

* Scientists: If the excerpt explicitly mentions
that the released artefacts are expected to be
utilized by researchers using model outputs
for scientific analysis or experiments.

* Media consumers: If the excerpt explicitly
mentions that the released artefacts are ex-
pected to be utilized by end-users consuming
content verified or enhanced by model out-
puts.

* Technical writers: If the excerpt explicitly
mentions that the released artefacts are ex-
pected to be utilized by writers improving
technical or legal documents with model sug-
gestions.

* Engineers and curators: If the excerpt ex-
plicitly mentions that the released artefacts
are expected to be utilized by maintainers of
knowledge bases integrating model outputs.

* Law enforcement: If the excerpt explicitly
mentions that the released artefacts are ex-
pected to be utilized by agents using model
outputs in investigations or legal processes.

* Algorithm: If the excerpt explicitly mentions
that the released artefacts are expected to be
utilized by automated systems acting directly
on model outputs without human intervention.

If none of these labels apply, respond with "not
specified in this paragraph."
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F.2.3 Model Owners

Task: Identify the model owners explicitly men-
tioned by the authors in the provided excerpt.
Model owners are entities or organisations that
the authors explicitly target as being responsible
for controlling or maintaining the artefacts released
in this study. The possible model owners will be
outlined below, and your answer should solely be
based on the provided excerpt.

Key rules:

1. Explicit mention only: Consider only model
owners explicitly named or described in the
excerpt. Do not infer their presence unless
they are directly identified as expected to own
the released artefacts.

2. Focus on the released artefacts: Differen-
tiate between general background informa-
tion and what the authors specifically propose.
If the authors discuss fact-checking broadly
or reference prior work, do not assume rele-
vance; focus solely on the model owners tied
to the artefacts they release. For example,
if the text mentions researchers conducting
experiments, it does not imply they own the
models unless explicitly stated.

3. Default to ’not specified in this paragraph’:
If no entities or organisations are explicitly
mentioned or intended to own the released
artefacts, respond with ''not specified in this
paragraph''.

4. Consider the big picture: The goal is to
automatically identify who the authors envi-
sion as owning their released automated fact-
checking artefacts, if mentioned at all.

Question: Based on the provided excerpt and
using the provided labels, who are the explicitly
mentioned model owners?

The task follows the same structure as for Data
Subjects, but with the following labels:

* Social media companies: If the excerpt ex-
plicitly mentions that the released artefacts
are expected to be owned by organizations
maintaining social platforms and using mod-
els for moderation.

* Law enforcement: If the excerpt explicitly
mentions that the released artefacts are ex-
pected to be owned by agencies employing

models for investigations and truth verifica-
tion.

* Scientists: If the excerpt explicitly mentions
that the released artefacts are expected to be
owned by researchers developing or owning
models for analysis and experiments.

If none of these labels apply, respond with ''not
specified in this paragraph''.

F.2.4 Model Means

Task: Identify the model means explicitly men-
tioned by the authors in the provided excerpt.
Model means are the specific machine learning
methods or strategies proposed by the authors in
their study. The possible model means will be
outlined below, and your answer should solely be
based on the provided excerpt.

Key rules:

1. Explicit mention only: Consider only model
means explicitly named or described in the
excerpt. Do not infer their presence unless
they are directly identified.

2. Focus on the released artefacts: Differen-
tiate between general background informa-
tion and what the authors specifically propose.
If the authors discuss fact-checking broadly
or reference prior work, do not assume rele-
vance; focus solely on the model means tied
to the artefacts they release.

3. Default to ’not specified in this paragraph’:
If no specific methods or strategies are men-
tioned in the excerpt, respond with ''not spec-
ified in this paragraph''.

4. Consider the big picture: Identify the strate-
gies used by the authors in their study, if men-
tioned at all.

Question: Based on the provided excerpt and
using the provided labels, who are the explicitly
mentioned model means?

You will select the single most appropriate label
that answers the question. Provide reasoning then
choose only from the following list:

* Classify/score veracity: If the excerpt ex-
plicitly mentions that the released artefacts
involve determining if claims are true or false.
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* Classify/score stance: If the excerpt explic-
itly mentions that the released artefacts in-
volve evaluating whether evidence supports
or opposes claims.

» Evidence retrieval: If the excerpt explicitly
mentions that released artefacts involve lo-
cating relevant evidence to support or refute
claims.

* Justification/explanation production: If
the excerpt explicitly mentions that released
artefacts involve generating explanations for
model decisions.

* Corpora analysis: If the excerpt explicitly
mentions that released artefacts involve ana-
lyzing datasets for patterns or insights.

* Human in the loop: If the excerpt explic-
itly mentions that released artefacts involve
including human oversight in the solution or
main process described in the paper.

* Generate claims: If the excerpt explicitly
mentions that released artefacts involve pro-
ducing synthetic claims for adversarial train-
ing or testing.

* Triage claims: If the excerpt explicitly men-
tions that released artefacts involve ranking
claims by importance for efficient processing.

If none of these labels apply, respond with "not
specified in this paragraph."”

F.2.5 Application Means

Task:Identify the application means explicitly
mentioned by the authors in the provided excerpt.
Application means refer to the concrete, actionable
uses of the artefacts released in the study, as pro-
posed by the authors, to directly support the study’s
ultimate goal. The possible application means will
be outlined below, and your answer should solely
be based on the provided excerpt.

Key rules:

1. Explicit mention only: Consider only appli-
cation means explicitly named or described
in the excerpt.

2. Focus on the released artefacts: Differenti-
ate between general background information
and what the authors specifically propose.

3. Default to ’not specified in this paragraph’:
If no application means are mentioned in the
excerpt, respond with ''not specified in this
paragraph''.

4. Consider the big picture: Identify how
the authors envision their automated fact-
checking artefacts to be applied in a real-
world scenario.

You will select the single most appropriate label
that answers the question. Provide reasoning then
choose only from the following list:

* Identify claims: If the excerpt explicitly men-
tions that released artefacts would be lever-
aged to detect potentially false or misleading
statements.

* Triage claims: If the excerpt explicitly men-
tions that released artefacts would be lever-
aged to prioritize claims based on urgency or
relevance.

* Supplant human fact-checkers: If the ex-
cerpt explicitly mentions that released arte-
facts would be leveraged to replace human
fact-checkers entirely or partially.

* Gather and present evidence: If the ex-
cerpt explicitly mentions that released arte-
facts would be leveraged to retrieve and orga-
nize evidence supporting or refuting specific
claims.

* Identify multimodal inconsistencies: If the
excerpt explicitly mentions that released arte-
facts would be leveraged to detect contradic-
tions between different content types.

* Automated removal: If the excerpt explic-
itly mentions that released artefacts would
be leveraged to automatically delete or hide
claims identified as false or harmful.

* Provide labels/veracity scores: If the ex-
cerpt explicitly mentions that released arte-
facts would be leveraged to assign truthful-
ness scores or labels.

* Provide aggregates of social media com-
ments: If the excerpt explicitly mentions that
released artefacts would be leveraged to sum-
marize trends or sentiments from social media
comments.
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* Filter system outputs: If the excerpt explic-
itly mentions that released artefacts would be
leveraged to refine the outputs of other ma-
chine learning systems.

* Maintain consistency with knowledge base:
If the excerpt explicitly mentions that released
artefacts would be leveraged to ensure outputs
align with established facts.

* Analyze data: If the excerpt explicitly men-
tions that released artefacts would be lever-
aged to study patterns in misinformation
datasets.

* Produce misinformation: If the excerpt ex-
plicitly mentions that released artefacts would
be leveraged to generate false claims for re-
search purposes.

* Vague persuasion: If the excerpt explicitly
mentions that released artefacts would be
leveraged to influence user decisions without
specifying the method.

If none of these labels apply, respond with "not
specified in this paragraph."”

F.2.6 Ends

Task: Identify the ends explicitly mentioned by
the authors in the provided excerpt. The ends repre-
sent the ultimate goals or outcomes of the released
artefacts, reflecting how the authors envision their
contributions to society. The possible ends will be
outlined below, and your answer should solely be
based on the provided excerpt.

Key rules:

1. Explicit mention only: Consider only ends
explicitly named or described in the excerpt.

2. Focus on the released artefacts: Differenti-
ate between general background information
and what the authors specifically propose.

3. Default to ’not specified in this paragraph’:
If no ends are mentioned in the excerpt,
respond with ''not specified in this para-
graph".

4. Consider the big picture: Identify how the
authors envision the impact of their released
automated fact-checking artefacts in the real
world.

Question: Based on the provided excerpt and
using the provided labels, who are the explicitly
mentioned ends? You will select the single most
appropriate label that answers the question. Pro-
vide reasoning then choose only from the following
list:

* Limit misinformation: If the excerpt explic-
itly mentions that the ultimate goal of the re-
leased artefacts would be to prevent misinfor-
mation from spreading.

* Limit AI-generated misinformation: If the
excerpt explicitly mentions that the ultimate
goal of the released artefacts would be to pre-
vent Al-generated falsehoods.

* Increase veracity of published content: If
the excerpt explicitly mentions that the ulti-
mate goal of the released artefacts would be
to ensure accuracy of published material.

* Develop knowledge of NLP/language: If the
excerpt explicitly mentions that the ultimate
goal of the released artefacts would be to ad-
vance understanding of language and NLP
methods.

* Avoid biases of human fact-checkers: If
the excerpt explicitly mentions that the ul-
timate goal of the released artefacts would
be to achieve unbiased and consistent fact-
checking.

* Detect falsehood for law enforcement: If
the excerpt explicitly mentions that the ulti-
mate goal of the released artefacts would be
to enable law enforcement to identify and act
on falsehoods.

If none of these labels apply, respond with "not
specified in this paragraph."
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F.3 Research narrative classification: Hate
Speech Detection

You will be provided with the introduction of a
computer science research paper on hate speech
detection. Your task is to identify the research
narratives that describe the intended uses of the
artefacts presented in the study. You will be pro-
vided with the introduction of the study.

Introduction:

{introduction}
Task: Your task is to select the research narratives
that best describe the intended uses of the artefacts
(e.g., datasets, models) introduced in the paper.

* Reasoning: Provide an explanation of why
each selected narrative(s) apply based on the
introduction.

* Selected Labels: Choose the most appropri-
ate label(s) from the list below. If more than
one applies, separate them with commas.

Available research narratives:

F.3.1 LLM Safety

Definition: The paper discusses limiting
toxic content generated by Large Language
Models (LLMs). The system is designed to fil-
ter or prevent the publishing of toxic or harm-
ful content.

Example:

LLMs can generate unsafe content, which
harms users. We design a hate speech clas-
sifier to serve as a filter on the output of our
LIM.

Mapping: This narrative typically involves
the end goal of limiting Al-generated toxicity
or misinformation.

F.3.2 Vague Identification

Definition: The paper mentions identifying
or detecting toxic posts as the means, and
fighting hate as the end. However, it is unclear
how the authors intend to accomplish that end
using those means.

Example:

Hate speech is a significant issue on social me-
dia, leading to real-world harm. It is therefore
crucial to develop models capable of identify-
ing and detecting toxic content.
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Mapping: This narrative is identified when
the application means focus on identifying
toxic content, but data actors are not specified.

F.3.3 Vague Moderation

Definition: The paper proposes to assist the
moderation process but does not explain how.
The connection between the proposed system
and how it assists moderators remains unclear.

Example:

Models will be used for debunking (but not
how).

Mapping: This narrative typically appears
when the paper mentions assisting moderators
but does not specify exactly how the assis-
tance works. E.g. it is not specified whether
a human will be involved in the moderation
process or whether the tool is designed to
automatically removing hate posts/supplant
human moderators.

F.3.4 Vague Opposition

Definition: The paper presents a narrative
of opposition to online hate speech without
explicitly mentioning how this opposition will
be enacted.

Example:

Hate speech is a major societal problem, erod-
ing community trust and leading to real-world
crimes. It is therefore of paramount impor-
tance that the spread of hate speech is stopped.
Automated classification of hateful messages
represents one solution to this critical prob-
lem.

Mapping: This narrative is identified when
the application means are not specified, but
the ends include fighting hate.

F.3.5 Assisted Content Moderation

Definition: The paper proposes the deploy-
ment of automated moderation as a tool to
assist content moderators on social media plat-
forms. The system provides suggestions for
posts to delete, but the final decision is left to
human moderators.

Example:

Social media is rife with hate speech, erod-
ing community trust and harming users. One



solution is for moderators to remove harmful
content. However, with the volume of posts
made every day, this strategy is too costly. In
this paper, we develop an automated system
for filtering posts, helping moderators quickly
discover and make decisions on circulating
content.

Mapping: This narrative typically includes
human moderators as data actors that are in-
volved in the moderation process (no full au-
tomation of the process).

F.3.6 Automatic Content Moderation

Definition: The paper proposes replacing
human content moderators with fully auto-
mated systems. The means involve deploying
classifiers to automatically detect and remove
flagged posts.

Example:

Social media is rife with online hate, leading
to real-world consequences. A costly but ef-
fective solution is to remove flagged content.
In this paper, we develop an automated sys-
tem for detecting harmful posts, which serves
as a first line of defense against online hate.

Mapping: This narrative typically includes
application means focused on automated re-
moval, supplanting human fact-checkers or
generating counter narratives.

F.3.7 Assisted Knowledge Curation

Definition: The paper proposes toxic con-
tent detection primarily as a filtering com-
ponent for curated knowledge vaults such as
Wikipedia or knowledge graphs. The goal is
to prevent the addition of harmful content.

Example:

Knowledge bases fuel many real-world NLP
applications, such as question answering.
The maintenance of knowledge bases is an
expensive process, yet as knowledge evolves,
they must be kept up-to-date. Automated hate
speech detection systems could be used to pre-
vent harmful content from being added or to
flag existing content for review.

Mapping: This narrative typically includes
engineers and curators as data actors, with
application means focused on filtering system
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outputs to maintain high-quality knowledge
bases.

F.3.8 Scientific Curiosity

Definition: The paper justifies its research
purely on the basis of scientific curiosity, fo-
cusing on developing better NLP models with-
out a specific application goal.

Example:

Online moderation is a complex task requir-
ing reasoning about disputed content. For sys-
tems to accurately detect harmful language,
significant linguistic understanding is neces-
sary. As such, automated moderation is an
ideal testbed for developing and evaluating
new NLP models.

Mapping: This narrative typically includes
scientists as data actors or a certain analysis,
with the primary end being to develop knowl-
edge of NLP/language.

F.3.9 Vague Data Analysis

Definition: The paper justifies its data anal-
ysis as contributing to scientific knowledge
while also claiming that the goal is to fight
hate, but without a clear connection between
analysis and action.

Example:

Hate speech harms social media users. It is
therefore crucial to understand the semantics
of common hateful phrases. We create and
analyze a dataset to this end.

Mapping: This narrative typically includes
application means focused on analyzing data
or corpora analysis but lacks a clear connec-
tion between this analysis and real-world in-
terventions.

F.3.10 Truth-Telling for Law
Enforcement

Definition: The paper proposes hate speech
detection primarily for use in law enforcement
contexts, such as detecting potential threats
or identifying individuals engaged in online
hate speech.

Example:

Hate speech is illegal in some jurisdictions,
but the police do not have time to monitor



all instances. We develop a classifier for so-
cial media posts that can be used to identify
potential perpetrators.

Mapping: This narrative typically includes
law enforcement as data actors, with the end
goal of detecting hate speech for use in inves-
tigations.

Prediction of the ranking model:

{Ranking explanations split by
confidence levels}
Using your judgment and reasoning, identify the
narrative(s) in the provided excerpt.

F.4 Research narrative classification:
Automated Fact-checking

You will be provided with the introduction of a
computer science research paper on automated fact-
checking. Your task is to identify the research nar-
ratives that describe the intended uses of the arte-
facts presented in the study. You will be provided
with the introduction of the study.

Introduction:

{introduction}
Task: Your task is to select the research narratives
that best describe the intended uses of the artefacts
(e.g., datasets, models) introduced in the paper.

» Reasoning: Provide an explanation of why
each selected narrative(s) apply based on the
introduction.

* Selected Labels: Choose the most appropri-
ate label(s) from the list below. If more than
one applies, separate them with commas.

Available research narratives:

F.4.1 Vague identification

Definition: The paper mentions identifying or
detecting misinformative claims as the means,
and limiting misinformation as the end. How-
ever, it is not clear how the authors intend to
accomplish that end using those means. Typi-
cally, there are no data actors — it is also not
clear who should act on the model’s predic-
tions. Vague identification applies only in
cases where the authors say that they want
to identify or detect misinformation without
saying what they are going to do with that af-
terward, e.g., in rumor detection papers where
they claim that they want to detect rumors but
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we do not know what they want to do with
this identification or classification labels.

Example:

Misinformation is a major societal problem,
eroding community trust and costing lives by
e.g., inducing hesitance to adopt life-saving
vaccines. The amount of messages spread on
social media has increased drastically in re-
cent years. Therefore, it is necessary to auto-
matically identify potentially misinformative
claims in order to address this problem.

Mapping: This narrative is typically iden-
tified when the application means focus on
identifying claims, but data actors are not
specified.

F.4.2 Automated External Fact-Checking

Definition: When the paper proposes fully
automated external fact-checking, including
all parts of the pipeline. It is only automated
external fact-checking when the authors ex-
plicitly say the process should be automated;
otherwise, it is vague debunking.

Example:

Misinformation is a major societal problem,
eroding community trust and costing lives by
e.g., inducing hesitance to adopt life-saving
vaccines. An important way to fight misinfor-
mation is the production of relevant counter-
messaging, i.e., the work done by organiza-
tions such as Full Fact or PolitiFact. With the
number of false claims published on social
media every hour, it is not feasible for human
Jjournalists to debunk them all. As such, the
process must be automated.

Mapping: This narrative typically includes
application means designed to supplant hu-
man fact-checkers, automating the entire fact-
checking process.

F.4.3 Vague Opposition

Definition: Restricted to cases without any
application means (model means and no ap-
plication means in contrast to vague identi-
fication and vague debunking). E.g., a ma-
chine learning/automated system will reduce
the spread of misinformation. When the pa-
per presents a narrative of vague opposition
to misinformation. The end is to limit the



spread or influence of misinformation. How-
ever, the connection between modeling means
and ends is left unmentioned. An impression
is given that the development of automated
fact-checking will limit the spread of misin-
formation, but the link between the two is left
unstated.

Example:

Misinformation is a major societal problem,
eroding community trust and costing lives by
e.g., inducing hesitance to adopt life-saving
vaccines. It is therefore of paramount impor-
tance that the spread of false information is
stopped. Automated fact-checking — that is,
the automatic classification of claim verac-
ity — represents one solution to this critical
problem.

Mapping: Application means are typically
not specified, but the ends typically in-
clude limiting misinformation or limiting Al-
generated misinformation.

F.4.4 Assisted External Fact-Checking

Definition: When the paper proposes to de-
ploy automated fact-checking as an assistive
tool for journalists, deployed for external
fact-checking. This is restricted to when the
paper proposes to improve one or multiple
components in the automated fact-checking
pipeline rather than the whole pipeline/end-
to-end system (in the latter case it becomes
automated external fact-checking). I.e., when
it is human-in-the-loop, then it is assisted fact-
checking but not automated.

Example:

Misinformation is a major societal problem,
eroding community trust and costing lives by
e.g., inducing hesitance to adopt life-saving
vaccines. An important way to fight misinfor-
mation is the production of relevant counter-
messaging, i.e., the work done by organiza-
tions such as Full Fact or PolitiFact. With
the number of false claims published on so-
cial media every hour, it is not feasible for
human journalists to debunk them all. Jour-
nalists could use automated fact-checking to
triage incoming claims to limit the workload,
or to quickly surface relevant evidence while
producing articles.
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Mapping: This narrative typically involves
data actors such as professional journalists,
citizen journalists, or technical writers, sup-
ported by modeling means like human-in-the-
loop, classify/score veracity, or evidence re-
trieval.

F.4.5 Vague Debunking

Definition: The authors propose to produce
evidence-based debunkings of text via auto-
mated means, but it is not clear whether the
introduced model is an assistive tool for fact-
checkers or fully automated. Further, it is
not clear how the “debunkings” will be com-
municated to misinformation-believers. It is
clear that the mechanism is supposed to fol-
low what fact-checkers are currently doing,
but not where or how the ML model will be
used in this process. Furthermore, it is un-
clear whether the entire process will be auto-
mated. For example, the paper may suggest
that an automated fact-checking model should
be used by fact-checkers, but it is not clear
how the model assists in that.

Example:

Misinformation is a major societal problem,
eroding community trust and costing lives by
e.g., inducing hesitance to adopt life-saving
vaccines. One proposed solution is to de-
bunk circulating claims, i.e. to find evidence
against them. This is the process commonly
carried out by fact-checking organizations,
e.g. PolitiFact. In this paper, we introduce a
classifier...

Mapping: This narrative may typically in-
clude application means like gathering and
presenting evidence or providing labels/verac-
ity scores, supported by modeling means like
classify/score veracity or evidence retrieval.
However, data actors are not specified, and it
remains unclear how the debunking outputs
will be used.

F.4.6 Assisted Media Consumption

Definition: If the paper proposes to deploy
automated fact-checking as an assistive tool
for consumers of information, either as a layer
adding extra information to social media posts
or as a standalone site where claims can be
tested.



Example:

Misinformation is a major societal problem,
eroding community trust and costing lives by
e.g. inducing hesitance to adopt life-saving
vaccines. It is therefore of paramount impor-
tance that the spread of false information is
stopped. Studies have shown that many peo-
ple adopt beliefs without doing due diligence
on the information they receive. Automated
fact-checking — that is, the automatic clas-
sification of claim veracity — could via e.g.,
a plugin be deployed to warn social media
users about potentially false claims.

Mapping: This narrative may typically fea-
ture model owners as social media compa-
nies, and data subjects as social media users.
The application means can include vague per-
suasion techniques or aim to limit misinfor-
mation by subtly influencing user interaction
with content. Alternatively, data actors may
be media consumers directly benefiting from
these systems.

F.A4.7 Scientific Curiosity

Definition: When the authors of the paper
justify their projects purely based on scientific
curiosity. While differing strongly from the
other narratives presented here, this is still a
virtue epistemic narrative, concerned with the
production of good knowledge.

Example:

Journalistic fact-checking is a difficult task,
requiring reasoning about disputed claims
that fool sufficiently many humans to warrant
professional attention. For systems to mimic
fact-checking to a substantial degree, signifi-
cant semantic understanding is necessary. As
such, automated fact-checking is an ideally
suited field to develop and test new models for
natural language understanding.

Mapping: This narrative may typically in-
volve model owners and data actors who are
scientists. The end is to develop knowledge
of NLP/language, focusing on advancing sci-
entific understanding rather than practical ap-
plications.

F.4.8 Assisted Knowledge Curation

Definition: When the paper proposes fact-
checking primarily as a component filtering
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the information kept in some curated knowl-
edge vault, including graph-based knowledge
bases as well as text-based collections such
as Wikipedia.

Example:

Knowledge bases fuel many real-world NLP
applications, e.g., question answering. The
maintenance of knowledge bases is an expen-
sive process, yet as new facts appear in the
world knowledge bases must be kept up-to-
date. Automated triple extraction from e.g.,
news data has been proposed as an alterna-
tive to human annotators, yet, the quality re-
mains low. Automated fact-checking systems,
which verify facts against trusted knowledge
sources, could be used to prevent highly dis-
puted facts from being entered — or ensure
that new facts are consistent with the existing
knowledge.

Mapping: This narrative may typically in-
clude data actors like engineers and curators
who use application means to filter system out-
puts and modeling means such as classify/s-
core veracity, evidence retrieval, or human-in-
the-loop techniques. The end is to increase
the veracity of published content, ensuring
high-quality information in curated knowl-
edge bases.

F.4.9 Adversarial Research

Definition: When the paper proposes the de-
velopment or use of automated fact-checking
(AFC) systems to explore vulnerabilities in
misinformation detection, either by generat-
ing adversarial examples, repurposing real
content in misleading ways, or testing sys-
tem robustness. The focus is on exposing
weaknesses in fact-checking frameworks or
demonstrating new, sophisticated threat sce-
narios (e.g., mismatched image-caption pairs,
Al-generated deepfakes).

Mapping: Adversarial research typically oc-
curs when data actors are scientists, who em-
ploy modeling means to generate claims and
use application means to produce misinforma-
tion.

F.4.10 Assisted Internal Fact-Checking

Definition: When the paper proposes to de-
ploy automated fact-checking as an assistive



tool for journalists, deployed internally.
Example:

Research is a fundamental task in journalism,
conducted to ensure published information is
truthful and to protect the publisher from libel
suits. This is a crucial step, which journalists
— strained by the advent of the 24-hour news
cycle — increasingly skip. Given a trusted
source of evidence documents, such as Lex-
isNexis, much of the grunt work of research
could be handled by automated fact-checkers,
leaving journalists free to tackle the hardest
parts, e.g. double-checking information with
sources.

Mapping: This narrative may typically fea-
ture data actors and data subjects as profes-
sional journalists, citizen journalists, or tech-
nical writers, using application means that do
not supplant human fact-checkers but help
to increase the veracity of published content
or limit misinformation. This narrative em-
phasizes internal verification processes within
journalistic organizations before content pub-
lication.

F.4.11 Automated Content Moderation

Definition: If the paper analyzed proposes
a similar content moderation strategy, but in-
stead of assisting human moderators, it sug-
gests replacing them entirely. In this case, the
end is to limit the spread of misinformation on
social media platforms, the means is to deploy
classifiers to truth-tell claims and remove any
labeled false, and the actors are the algorithm
(as well as, implicitly, the model owners — the
executives and engineers at social media com-
panies who deploy and make decisions about
such systems).

Example:

Social media is rife with misinformation, erod-
ing community trust and costing lives by e.g.
inducing hesitance to adopt life-saving vac-
cines. One solution is for moderators to re-
move information deemed false. However,
with the number of posts made every day on
social networks, this strategy is too costly. In
this paper, we develop an automated system
for detecting false claims, which can serve as
a first line of defense against misinformation.

Mapping: This narrative may typically fea-
ture data actors as algorithms, model owners
as social media companies, and data subjects
as social media users. The application means
can also involve automated removal of con-
tent to reduce misinformation without human
intervention.

F.4.12 Truth-Telling for Law
Enforcement

Definition: When the paper proposes fact-
checking primarily as a lie detector for use
in law enforcement contexts. This could in-
clude police work as well as courtroom appli-
cations.

Example:

Automatic detection of deception is commonly
used in police work via e.g. polygraphs. How-
ever, accuracy remains low. We propose that
automated fact-checking via NLP could rep-
resent a viable alternative.

Mapping: In this narrative, data actors are
typically law enforcement, utilizing systems
with the end to detect falsehood for law en-
forcement. These tools support investigations,
legal processes, or forensic analysis.

Prediction of the ranking model:

{Ranking explanations split by
confidence levels}
Using your judgment and reasoning, identify the
narrative(s) in the provided excerpt.
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